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PRZEDMOWA

Zeszyt zawiera przeglad prac prowadzonych w Centrum Obliczeniowym
Politechniki Wroczawskiej naed wdroseniem mikrokomputerdéw klasy IBM
PC/XT/AT do Krajowe] Akademickiej Sieci Komputerowej KASK. W pierwszych
dwéch - artykurach oméwiono sposdéb wykorzystania mikrokomputera klasy
IBM PC jako terminala innego komputera, jako mikrohosta sieci WAN oraz

. Jako stacji roboczej lokalnej sieci komputerowej.

Dwie kolejne prace sa pos$wigcone pomiarom w sieci i stosowanej

‘przy tym aparaturze oraz problemowi testowania zgodnosci implementacji
. protokozu ze standerdami.

Osobne zagadnienie stanowi projektowanie instalacji lokalnej sieci
komputerowej w instytucji, ktdéremu poswiecony jest nastepny artykuz,

Ostatnia praca porusza problemy zwigzane z konstrukcja oprogreamowa-
nia sieciowego.

Elzbieta Kosmulska-Bochenek

Wrocxaw, marzec 1988
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FUNKCJE MIKROKOMPUTEROW W SIECI KASK

Na tle sieci WAN i LAN KASK dokonano przegladu zastosowar mi-
krokomputeréw w sieciach, Przedstawiono funkcje jakie mogg one
w nich spexniaé oraz wymagania dotyczgce podtgczenia ich do syste-
mu, Oméwiono zastosowanie mikrokomputera IB/PC jako: terminsla, mi-
krohosta WAN, stacji w sieci IAN i bramy (gateway) zaczacej sieci
WAN i LAN,

.

1, WSTEP

Do roku 1986 w uczelniach wyzszych w kraju zainstalowane byy prze-
waznie komputery ODRA 1305 i R-32 jako systemy wielodostg¢pne. Na podsta-
wie tych systeméw powstalo wiele zasobéw programowych i baz danych, czg-
sto specjelistycznych, wykorzystywanych w badaniach, dydektyce i zarzg~-
dzaniu szkozg. : .

Poczgwazy od 1986 roku w uczelniach zaczgty pojawiaé sig mikrokom-
putery typu IBM/PC i ich liczba stale wzrasta. Iatwosé instalowania, du-
%a niezawodnos$é, mozliwosé rozszerzer i bogate oprogramowanie sprawiajg,
e sprzet ten jest atrakcyjny. W kraju dostgpne sg mikrokomputery klasy
IBM/PC (Personal Computer) typu XT (procesor INTEL 8088), AT (procesor
INTEL 80286) oraz 33~bitowe z procesorem INTEL 80386, ,

Kazdy z oméwionych mikrokomputeréw moie byé zeinstalowany w tanie]
i ubogiej konfiguracji lub tez w drogiej i rozbudowane] (wigksze pamie-

X centrum Obliczeniowe Politechniki Wroctawskiej, Wybrzeze Wyspiafi-
skiego 27, 50-370 Wroczaw, T
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ci RAM, dyski typu Winchester, drukarki od prostych do laserowych, koo-
procesory, dodatkowe karty rozszerzed itp.). Mikrokomputery IBM/PC, eks-
ploatowane na ogdéx w systemie operacyjnym PC(MS)-DOS, sg z zatozenie
jednostanowiskowymi stacjemi roboczymi, Organizowanie z zastosowaniem
tych komputerdéw wielodostgpu jest rozwigzaniem sztucznym i moze byé wy-
korzystene tylko do wybranych zastosowai.

W sytuacji wspdristnienia réznego typu komputeréw (duzych, mini- 1
mikro-) wytonit sig problem ekonomicznego wykorzystenia ich _asobdw, za-
réwno sprzetowych, jek i programowych., Najlepszym rozwigzaniem jest zg-
czanie pojedynczych komputeréw w lokalne sieci komputerowe LAN (Local
Aree Network), a te z kolei w sieci rozlegte WAN (Wide Area Network).

Atrakeyjno$é sieci komputerowych rodnie w miare rozwoju swiadczo-
nych przez nie uszug. Rozwé]j tych ostatnich jest jednak Scidle. uzalez=-
niony od sprzetu, jakim dysponuje sieé i sposobu jego wykorzystania,

2, SIECI KOMPUTEROWE W OSRODKACH AKADEMICKICH

Jérodki akademickie sz naturalnym miejscem fozwoju sieci komputero-
viych zardéwno w sferze zastosowan, jak i ich budowy. Wynika to z dwdéch
podstawowych funkeji speXnianyech przez uczelnie: prowadzenia zajgé dy-
dektyeznych i badad naukowych oraz faktu, Ze wykorzystanie nowoczesne]
technologii i rozwigza’ do realizacji tych zadad jest gwarancja speinie-
nia celdéw postawionych przed nauczaniem i pracami naukowymi,

Zadaniem specjalistycznych odrodkéw informatyeznych na uczelni
jest Sledzenie prac renomowanych firm produkujgcych sprzet i oferujg-
cych nowe rozwigzania systeméw mikrokomputerowych oraz wspdipraca
z przemystem przez prowadzenie odpowiednich badaf i rozwijanie nowych
produktiéw,

Sieci komputerowe najszerzej rozwinety sie¢ w USA [6], gdzie nadal
funkcjonuje i modyfikowana jest najstarsza akademicke sieé ARPA, O ile
poczatkowe prace zwigzane byly z poszerzeniem konfiguracji o nowe kompu-
tery obliczeniowe, o tyle w ostatnich kilku latach sieé rozrasta sie
przez doxgczanie sieci lokalnych, ktdére wyposazone w odpowiednie usiugi
stanowia narze¢dzie do prac badaweczych i dydaktycznych poszczegélnych
jednostek uczelni,

Tradycja sieci LAN w Buropie jest skromniejsza, lecz i tu zauwaza
sig duzy postep w ostatnich latach [6]s W Buropie Zachodniej kazdy kraj
vposieda ekademicksg sieé komputerowsg, ktdrej elementemi sa. sieci lokal=-
ne np, UNA (Austria), FUNET (Finlendia), HEANET (Irlandia), SUNET {Szwe-
cje), CHUNET (Szwajcaria). Siecl te potgczone sa we wspdlng sieé EARN
(Zuropen Academic and Research Network), ktéra jest obecnie jedyng ba-
dawczg siecis ogdlnoeuropejska,



W krajach socjalistycznych na uwage zestuguja sieci na Wegrzech
(LOCHNESS [1]), NRD (ROLANEX, DELTA), ZSRR (AKADENSIET [7]).

W Polsce pierwszg eksperymentalng siecig byza MSK [2], nastepnie
podjeto prace naed siecig SKJS2 [4],[5] oraz KASK,

Prace nad siecig MSK rozpocz¢to w 1979 roku w ramach problemu re-
sortowego. MNSzWiT pt. "Komputeryzacja szkdxr wyzszych", koordynowanego
przez Politechnike Wroctawskg. Sieé¢ MSK jest siecig heterogeniczng,

w ktérej rolg hostéw petnig komputery ODRA 1305 i R=-32, Zostaa ona opi-
sana w licznych publikacjach (patrz literatura w pracy [4]) i dlatego
nie bedzie tu dokzadnie] omawiana,

Sieé SKJS2, wersja 1 jest siecia homogeniczng, Zaczacg komputery
R=-32, JeJ cechg charakterystyczng Jest potgczenie w procesorze EC8371
(PTD) funkcji procesora czotowego i wgza podsieci transmisji danych.

3, SIEC WAN I LAN KASK

Budewg sieci KASK rozpoczgto w 1986 roku w ramach CPER nr 8.13 pt:
"Budowa Krajowe] Akademickiej Sieci Komputerowej. Rozwdj metod i srod-
kéw informatyoznych w procesach nauczania i badaniach naukowych", ktdre-
g0 gtéwnym wykonawcg jest Politechnika Wroctawska, W realizacji CPER
nr 8,13 bierze udziar wiele odrodkéw akademickich w kraju,

Bazg wyjsciowg do budowy siecl WAN KASK jest sieé MSK, Powstate
Jug rozwigzania i ciggle powstajgqce nowe s3 stopniowo wdrazane w po-
szczegllnych odrodkach akademickich, tworzgc tzw. regionalne sieci aka-
demickie. Poxgczenie sieci regionalnych stworzy sieé WAN KASK,

W planach realizacyjnych programu KASK przewiduje sig, Ze oprdcz
komputeréw ODRA 1305- 1 R=32, do sieci KASK wigczone zostang komputery
R-34, R-61, mikrokomputery IBM/PC i sieci IAN KASK, W komputerach serii
Ried przystosowane majg byé do pracy sieciowej systemy TSO i SKOT oraz
wiele baz danych opartych na systemie ISIS, Gtéwne komponenty sieci KAX
przedstawiono na rys. 1. '

Znaczgcym przedsiewzigciem w programie KASK jest budowa lokalnych
sieci komputerowych . Zbudowane maja byé sieci LAN o strukturze szynowej
i pierscieniowej, do ktdérych jako stacje bgdg mogy byé waczone mini-
komputery SM, mikrokomputery IBM PC, MERA 660 lub 680 oraz 8-bitowe mis=
krokomputery z rodziny INTEL. Majg powstaé sieci lokelne gzawierajgce
komputery réznego typu oraz sieci zawierajgce tylko mikrokomputery IBI:
PC,

Zgodnoéé standardéw protokordéw gdérnych warstw (od warstwy 3 wg mo-
delu ISI/0SI) w sieciach WAN i LAN KASK umozliwi Zgczenie tych sieci za
pomocg bram (IWU), Zapewniony me byé dostep z kazde] stacji LAN do kom-
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puteréw obliczeniowych i ich terminali sieci WAN. Mozliwy ma byé réw-
niez transfer zbioréw miedzy stacjami LAN i komputeremi WAN, inicjowany
ze stacji LAN w obu kierunkach,

4, MIEKROKOMPUTERY TYPU IBM/PC W SIECTACH

Podzgczenie mikrokomputeréw do sieci LAN lub WAN stwarza wiele pro-
bleméw natury technicznej, programowej i uzytkowej., Z punktu widzenia
uzytkownika mikrokomputer moze spetniaé rdézne funkcje, poczynajac od
prostego terminala, a koficzac na samodzielnym mikrohodcie (DTE sieciowe)
w sieci, W zaleznosci od funkcji jakie ma on spexniaé w sieci, moze byé
do niej wtaczony na wiele sposobéw, W punkcie tym oméwione zostang tyl-
0 niektdére najbaerdziej typowe zastosowania (rys. 2).

4,1, Mikrokomputer IBM/PC jeko terminal innego komputers

W podstawowej konfiguracji mikrokomputer PC zawiera port do trans-
misji szeregowej wedtug standardu RS-232C (V.24).. Pozwala to na podig-
czenie gc do innego komputera jako jego terminala, Komputerami obsiugu-
jacymi terminale, przez port RS-232C, sg np. ODRA 1305, minikomputery
SM i MERA 660 lub 680, Tek podigczony mikrokomputer PC musi byé jeszcze
wyposazony W program emulujgcy dany typ terminala, Jesli z kolei dany
komputer jest wiaczony do sieci LAN lub WAN, to rdéwniez i z PC dostgpne
sg wszystkie usrugi sieciowe, tak jek z kazdego terminale danego kompu-
tersa,

Czg¢sto oprogramowanie IBM/PC, oprécz emulatora terminala, realizu-
je dodatkowe funkcje, takie jak przesytanie zbioréw mi¢dzy IBM/PC i kom-
puterem lub kompilacje skrosng.

Komputery typu IBM 360 lub 370 (réwnies R-32, R-34, R-61) wspSipra-
cujg ze swymi terminalami wedXug protokozu BSC transmisji synchronicz-
nej, Stagd przyzgczenie IBM/PC wymaga dodatkowego wyposazenia mikrokompu-
tera w karte transmisji synchronicznej BSC i oczywiscie w odpowiedni
progrem emulujacy terminsl danego typu {np. IBM 3275).

Mikrokomputer IBM/PC moze réwniez pexnié rolg terminala startstopo-
wego, wtaczonego do podsieci transmisji danych za posrednictwem modutu
PAD (Packet Assembly Disassembly), Modu: PAD jest na ogéx elementem pod-
sieci transmisji danych i umozliwia wiaczenie PC za pomocg standardowe-
go portg RS=-232C., W sieci KASK PAD nie jest on realizowany.

-~

4,2, Mikrokomputer IBM/PC jeko MIKROHOST WAN

W mikrohodcie realizowane sg okreslone protokoty komunikacyjne.
¥ terminologii ISO/0SI beda one dotyczyé warstw do transportowej wiacze-
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nie oraz wybranych elementéw warstw wysszych, np. okreslonych aplikacji,
W tym przypadku IBM/PC staje sie¢ w mnieJ lub wigcej ograniczonym zakre-
sie (zalezy od konkretnej realizacji) hostem sieciowym.

Z technicznego punktu widzenia podzgczenie mikrokomputera jako mi-
krohosta wymaga zeinstalowania w mikrokomputerze dodatkowej karty reali-
zujgce]j trensmisj¢ synchroniezng, najczesciej wedtug protokoxu
X.25 HDILC, Karta ta moZe réwniez zawieraé wtasny procesor i program
w swojej pamigei ROM/RAM, realizujacy protokory do transportowego wiacz-
nie, Rozwigzanie to odcigza gtdéwny procesor PC od realizacji funkcji
transmisji danych i tym samym udoste¢pnia wigkszg moc dle funkeji uzytko-

wych,

4,3, Mikrokomputer IBM/PC w sieci lokalnei

Mikrokomputery w sieci lokalnej spetniajg na ogéx rolg stacji robo-
_czych lub specjalizowanych stacji, takich jak obstugi zbiordéw (file senr
ver) lub obsiugi drukerki (printer server). Istnieja sieci zbudowane
tylko z'IBM/PC, w ktérych wszystkie mikrokomputery pracujg pod systemem
'fC(MS) DOS, np. PC-Network, D-Link, jak rdéwniez sieci, w ktérych stacje
robocze pracuja pod PC DOS, a stacja obstugi zbiordéw zrealizowana jest
na IBM PC/AT pod innym systemem operacyjnym, np, sieé NETWARE firmy
NOVELL,

Przylaczenie IBM/PC do sieci LAN wymaga wyposazenia go w sterownik
tej sieci. Na 0g6r sa to specjalizowane karty realizujgce protokory ko-
munikacyjne do warstwy transportowej wlgcznie.

4,4, Mikrokomputer IBM/PC jeko brama (gateway) Ygczgca sieci LAN i WAN

W roli bramy IBM/PC moze byé elementem sprzegajgcym sieé LAN z sie-
cig WAN, Jego zadaniem jest dopasowanie protokoréw obu sieci, Technicz-
nie podtaczenie bramy wymage zastosowania dwdch dodatkowych elementdéw:
sterownika IAN i karty realizujgcej transmisj¢ synchronieczng, zgodng
z protokotrem sieci WAN, Spotykane jest rdéwnie’ potgczenie w jednym mi-
krokomputerze kilku funkeji, np., bramy stacji roboczej.

% ertykule dokonano przegladu funkcji, jakie speiniaé mogg mikro-
komputery w sieciach, a zwtaszcza w sieci KASK. Przeglad ten byrby nie-
petny, gdyby nie wspomnieé o wykorzysteniu mikrokomputera do testowania
i weryfikacji oprogramowania sieciowego. Szczegétowe omdwienie tak
przedstawionych zagadniefi jest tematem dalszych artykutdéw,
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FUNCTIONS OF MICROCOMPUTERS IN COMPUTER COMMUNICATION NETWORK KASK

In the paper a survey of the applicetion of microcomputers in com=-
puter network WAN and LAN KASK is pr.sented. Especially their function .
and the way of connection to the system are shown. The microcomputer
IBM/PC is described as a terminal, as a microhost WAN, and as a working
station of IAN,

SYHKIM MHKPOKOMIEOTEPOB B CETH KASK

IlpencTaRied 00630p. OpPUMCHEHK# MUKDOKOMILRTEPOB B BHYACJWTENLHHX Ce-
TAX, OCOOEHHO B CeT# WANY IAN KASK. llepeuncieHd yHKOWK, ROTODHE OHE
MOTYT BHNIOJHATE ¥ TPEOGOBZHMA OTHOCANMECH K KX IPHCOEIXEEHEE K CETH.
Omicusavrea %menexwx meKpoKonmeoTepa IBM PC B xagecTBe TepMuHANZ, pa-
Gouet MyKpo IBi WAN, cTaHIMM B CeTH LAN M IWU (gateway) COeNEZHAEIETO Ce-
TY¥ WAN ¥ LAN.

Praca wpiyngla do Redakcji w marcu 1988 r.
w ostateczne) formie w lipcu 1989 r,
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MIKROKOMPUTERY KLASY IBM PC/XT/AT
JAKO MIKROHOSTY W SIECI KASK

Artykuxr prezentuje ogdélng koncepcje i propozycje realizacji wigcze-
nia mikrokomputerdéw klasy IBM PC/XT/AT do sieci KASK jako mikrohos-
téw, tj. semodzielnych urzsdzed koncowych (DTE) o funkcjach analo=-
gicznych do funkcji komputerdéw gtéwnych (hostéw). Oméwiono wymaga-
nia dotyczace sprzetu i programu, funkcje mikrohosta, a nastepnie
proponowang strukture oprogramowania.

1. WPROWADZENIE

Pilotowa sieé komputerowa MSK, zbudowana w latach 1980-1985, dopro-
wadzita do eksperymentelnego pokxgczenia komputerdw, zainstalowanych
w wybranych oérodkach uczelnianych, w sieé rozlegig (typu WAN) o stosun-
kowo prostych ustugach, Podstawowym zatoZeniem przyjetym przez jej pro-
jektantéw byro potaczenie duzych (jak na warunki krajowe), wielodostep-
nych systemdéw komputerowych ODRA 1300 i R-32, jekiml dysponowaly wyisze
uczelnie, .

Szybki postep techniki komputerowej, a zwiaszcza rozpowszechnienie
minikomputeréw, a nastepnie mikrokomputerdéw, spowodowax gwaxtowny wzrost
zeinteresowania problemami komunikacji komputerdw réznych typdéw i mocy.
Ze wzgledu na duzg i stale rosngca liczbe mikrokomputeréw zainstalowa-
nych na wyzszych uczelniach szczegblnego znaczenla nabratry dzistanie
w kierunku zapewnienisa potaczenia mikrokomputerdéw z "duzymi" komputera-

X  Centrum Obliczeniowe Politechniki Wroctawskiej, Wybrzeze Wys-
piafiskiego 27, 50-370 Wroctaw,
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mi, a takie Xgczenia mikrokomputeréw w sieci lokalne (typu IAN) [1]1-[4].

Porgczenie mikrokomputera z duzym komputerem najczesciej realizuje
si¢ przegz programowg emulacj¢ terminala odpowiedniego typu [1],[2]. Na
rynku oprogramowasnia znane sg i dostgpne rdizne produkty programowe do
obstugi tego typu potaczed (m., in. CrossTalk XVI Kermit). Oprécz emu?a-
cji typowych terminali umozliwiajs one na ogdx takZe wzajemns lkomunika-
cje komputerdéw w celu przesyania zbioréw (zgodhie z jednym z ustalo-
nych protokotdéw, zapewnisjgcych poprawng transmisje w obecnodci zakzé-
cef), Rozwigzania te zorientowane sg na pogczenia liniami telefoniczny-
mi, statymi i komutowanymi, przez modemy.

W nowszych rozwizzaniach jest mozliwe wykorzystanie usiug publicz-
nych sieci treansmisji danych (2 komutacja *gcz lub pakietéw). Mikro-
komputer spetnia wtedy role urzadzenia korficowego (DTE - ang. Data Term-
inal Equipment), zdolnego do komunikacji z dowolnym innym tego typu
urzgdzeniem, Sposdéb tej komunikacji okreslony jest przez odpowiedni pro-
tokér komunikacyjny. Protokd:r ten moze byé ustalony przez producenta
i zawarty w kompletnym produkcie programowym, albo - w produktach otwar-
tych - m23e byé ustelony przez uiytkownika przez dopisanie odpowiednie-
g0 programi, : |

W sieci KASK, wykorzystujgcej wyniki i dosdwiadczenia z budowy sie-
ci MSK, a takie uwzgle¢dniasjgcej tendencje rozwojowe, przewidziano opra-
cowanie i wyprébowanie produktu programowego tégo typu dla rozpowszech-
nionych mikrokomputeréw klasy IBM PC/XT/AT. Mikrokomputery te, po dosé
prostym rozszerzeniu konfiguracji w stosunku do konfiguracji standardo-
wej, mogg byé podxgczone do sieci KASK jako tzw, terminale pakietowe
(tzn, urzadzenia DTE, wspdéipracujace z siecig wg Zalecenia CCITT X,25)
i speznieé (w zakresie ograniczonym do jednego uzytkownika) funkcje a-
nalogiczne do podstawowych funkcji komputeréw giéwnych sieci (hostéw),
Rozwigzanie to nazwano mikrohostem [5],[6].

2, WYMAGANIA DOTYCZACE SPRZETU I FROGRAMU

Mikrokomputer klasy IBM PC/XT/AT, wykorzystywany jako mikrohost,
musi byé wyposazony w urzadzenie zapewniajace szeregowa, synchroniczng
transmisj¢ danych, bitowo-zorientowang (tzn. wediug protokoru HDLC),

w trybie dupleksowym, z szybkoScig 2400-9600 bit/s, Standardowe konfigu-
racje mikrokomputeréw nie zawieraja takiego urzadzenia, ale mogg byé

w prosty sposdb uzupeinione przez zamontowanie odpowiednie]j karty roze-
szerzajgcej i modemu,

Na Sswiatowym rynku komputerowym oferuje sie¢ wiele kart, nadajacych
si¢ do takiego zastosowania, od prostych adapterdw, realizujgcych jedy~
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nie trensmisje danych, do z2oZonych sterownikéw komunikecyjnych, z wras-
nym mikroprocesorem, przejmujgcych ne siebie realizacje protokozdéw komu
nikecyjnych i odcigzajgcych procesor gzdwny,

Dla mikrohosta przyjeto rozwigzanie najprostsze: zainstalowanie
karty SDLC, bgdacej odpowlednikiem IBM Synchronous Data Link Communica-
tion Adapter, Za takim rozwigzaniem przemawia przede wszystkim stosunko-
wo niski koszt karty i wzgledna zatwosé jej uzyskania,

: Mikrckomputer .

" klasy IBM PC/XT/AT
z adapterem SDLC Mo/dem

o

(]

LY 1 1

T\

Kabet Linia
modemowy telefoniczna
V.24 4 -przewodowa

Rys. 1. Zestaw urzadzed mikrohosta
Fig. 1., Hardware configuration of microhost

Tak rozszerzony mikrokomputer, doigczony przez modem i linig tele-
foniczna do wezta sieei KASK (rys. 1), moze byé - przy odpowiednim o-
programowaniu - uzywany bgdZ jako normalny mikrokomputer osobisty, badZ
jako mikrohost. Jego uzytkownik moze 2gczyé sig z dowolnym komputerem
lub terminelem, dostepnym w sieci rozlegtej KASK/WAN, a takize przez pod-
sieé komunikacyjna - z uzytkownikemi podtgczonych do niej sieci lokal-
nych LAN/KASK (rys. 2). )

Oprogramowenie mikrohosta powinno byé zrealizowane tak, by prace
w sieci nie wiazala sig z dodatkowymi utrudnieniemi dla uzytkownika,
zwteszeza ze wzgledu na powszechne stosowanie systemu operacyjnego
PC-DOS (MS-DOS), traktowanego Jako standerd, wymagas sig, by oprogramova-
nie mikrohosta mogto byé eksploatowene pod kontrolsg tego wiasdnie syste-
mu,
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Komputer
< Komputer oblicze ~
czotowy niowy
(HOST)
Podsie¢ X.25 (FEP) ]
Mikrohost
b Komputer
czotowy
lub
Podsiec¢ X.25 koncentra-
tor
Mikrohost
~Terminal
C
‘Podsie¢ X.25
Mikrohost Mikrohost
d
Adapter
; miedzy - :
Podsie¢ X.25 sieciowy Sie¢ lokalna
{gateway )
Mikrohost

Stacja LAN

Ryse. 2, Mozliwe poXgczenia sieciowe mikrohosta: & - mikroﬁost-host, b -
mikrohost-terminal, ¢ - mikrohost-mikrohost, d = mikrohost-stacja IAN

Pige. 2, Possible network connections of microhost : a - microhost-host,
b - microhost-terminel, ¢ = miecrohost-microhost, d - microhost LAN
station
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3. PUNKCJE MIKROHOSTA

Mikrokomputer klasy IBM/PC/XT/AT jest komputerem zorientowanym na
Jednego uzytkownika, z jednoprogramowym na ogét systemem operacyjnym,
pozbawionym ochronnych mechanizméw sprzgtowych wymaganych podczas pracy
wielodostepnej. Dlatego tez w doborze funkcji mikrohosta preferowane po-
winny byé przede wszystkim ustugi Swiadczone jego bezposredniemu uzyt-
kownikowi, a w mniejszym stopniu uwzglednione ustugi swiadczone przez
mikrohosta na rzecz jego zdalnych uzytkownikdéw sieciowych,

Rozwdj sieci KASK w kierunku budowy wielu sieci lokalnych (sieci
IAN/KASK) i ich pozaczenia z siecig rozlegts (sieé WAN/KASK) wymaga, by
mikrohost, bgdacy elementem sieci rozlegrej, umozliwiaxr swemu uzytkowni-
kowi taekze 2gczenie si¢ z wybranymi staecjami roboczymi sieci lokalnych.

Uwzgledniajgc tekie zaozenie, przyjeto nastepujgcy zestaw podsta-
wowych funkcji mikrohostas

-~ pozgczenie terminal-host, w ktérym mikrohost emuluje zdalny ter-
minal interakcyjny dowolnego hosta (rys. 2a)

- potxgczenie terminal-terminal,. tzn. poxgczenie mikrohosta z do=-
wolnym terminalem sieci, w tym tekZze z innym mikrohostem, umozliwiajgce
wzajemng wymiang komunikatéw (rys. 2b,c)

- przesytanie zbioréw migdzy mikrohostem a innymi hostami sieci
KASK, w tym réwniez innym mikrohostem (rys. 2a,¢)

- potgczenie terminel-terminal oraz przesyzanie zbiordéw migdzy mi-
krohostem a dowolng stacjg sieci lokalnej LAN/KASK (rys., 2d).

W odréznieniu do typowego hosta sieci rozlegtej nie przewiduje sig
mozliwosci zdalnej pracy terminalowej w mikrohodcie pod jego systemem

operacyjnym,

3.1, Poxaczenie ze zdalnym hostem

W poxgczeniu tym mikrohost wystépuje w roli inteligentnego zdalne-
go terminsla komputera i tej Jjego aplikacji, 2z ktdéra nastgpilo potgcze-
nie, Usytkownik mikrohosta uzyskuje w ten sposéb zdalny dostep do zaso=-
béw programowych dowolnego komputera obliczeniowego (hosta) w sieci
(ale nie innego mikrohosta)e. W danej chwili moze byé realizowane tylko
jedno poxaczenie tego typu. Na obecnym etepie rozwoju sieci KASK dostep-
ne sg poxgczenia z

- systemem GECRGE 3/MOP w komputerze ODRA 1305
- gystemem TSO w komputerze R-32,
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Przewiduje sie¢ mozliwosé zgczenia z innymi komputerami, ktdére majag
byé dozaczane do sieci XKASK (m, in, R-34, R-61, takze z aplikacjami
opartymi na systemie SKOT),

Potgczenie terminalowe z hostem, zgodnie 2z przyjets w sieci KASK
architekturg, realizowane bgda za pomecg usrug wirtuelnego terminala
[71,[9]. Stacje wirtualnego terminala, zaimplementowane we wszystkich
hostach sieci MSK, traktujg terminale Jjako proste terminale wierszowe
(jednowymiarowe), Dla wielu istniejgcych aplikacji takie podejscie jest
wystarczajgce. Jednakie wigkszodé zastosowari SKOT-a wymaga terminala
ekranowego (dwuwymiarowego), np. typu MERA 7950 (IBM 3275).

Dlatego w sieci KASK zdecydowano si¢ na pewng modernizacje stacji
wirtualnego terminala, dopuszczajgc tzw, przezroczysty trydb pracy.W try-
bie tym terminsl sterowany jest przez aplikacjg¢ i wszystkie dane bez
zadnych przeksztaXcefl przesyane sg z aplikacji do terminela i na od-
wrét, Oczywisdcie taki tryb pracy wymaga, aby terminsl byt tekiego typu,
jakiego oczekuje aplikacja.

Wychodzgc naprzeciw tym potrzebom, przewiduje sig wbudowanie do mi-
krohosta emlatora programowego terminala IBM 3275, Uzytkownik bedzie
miat do dyspozycjl dwa typy terminali: terminal %ierszowy i terminal e-
kranowy IBM 3275, Wybdér typu terminala bedzie dokonywar sig sutomatycz-
nie, w zalezno$ci od zadad aplikacji, 2z ktdéra nastapito poxgczenie.O wy-
brenym typie terminsla uzytkownik bedzie poinformowany.

Jednoczednie z pracg terminalows ze zdalng aplikacjg, W mikrohod-
cie dostepne bedg nastepujgqce udogodnienias

a) mozliwoéé wydawania komend dotyczgcych transferu zbioréw,

b) mozliwos$é obstugi poxgczel typu terminsi-terminal i Zgdar trans-
feru zbioru zgtaszanych z sieci,

¢) realizacja komend typu:s dir, type, erase, chdir, copy, space,

d) symulowanie wysytania komunikatéw ze zbioru dyskowego zamiast
z Klawiatury,

e) przechwytywanie komnikatéw lub ekranéw i bezposdredni zapis do
zbioru dyskowego,

£) przechwytywanie catych ekrandéw lub wybranych ich czesci do bufo-
ra w pamigci RAM, -

g) przechwytywanie komunikatéw dialogu terminal-aplikacja do bufo-
ra z odpowiednio ustawions selekcja:

- tylko komunikaty przychodzgce

- tylko komunikaety wychodzgce

-~ pexny dialog <

- filtracja przechwytywanych komunikatéw ze znakdéw sterujgcych

h) edycja bufora (przegladanie i usuwanie fragmentdéw),

i) zapis bufora do zbioru dyskowego,



19

J) mozliwoéé redefiniowania wybranych klawiszy, ktérym mozna bedzie
przypisaé dowolny tekst, :

k) udogodnienie typu "help" dotyczgce emulatora i komend mikrohos—
ta.

Dokzadniejszy opis realizacji potgczenia z hostem oraz opis reali-
zacji udogodnien przedstawiono w pracy [5]. R

3+2, PoXgczenie ze zdalnym terminalem

W potaczeniu mikrohost-inny terminel (moze nim byé réwniez inny mi-
krohost) mikrohost reprezentuje zawsze terminal wierszowy., PoXaczenie
to umozliwia wzajemng wymiane komunikatéw migdzy terminalemi. Kazdy
wiersz tekstu wprowadzony ne jednym terminalu wyprowadzany Jest na dru-
gi terminal, Wymiana tekstdéw prowadzona jest w trybie dupleks, tzn. oba
terminale majgq réwnoczesnie prawo nadawanie, -

Poxgczenie terminel-terminal moze byé inicjowane przez uzytkowniks
mikrohosta lub tez zgtoszone z sieci, tzn, inicjatorem poxgczenia z mi-
krohostem moze byé uzytkownik zdalnego terminala. Wirtualny terminsl mi-

- krohosta bgdzie miax tylko dwa punkty obstugi potaczer terminalowych:
jeden - do obstugi poxaczer wiasnych (inicjowanych przez uzytkownika mi-
krohosta) ‘i drugi - do obstugi poxgczer zgtaszanych z sieci, Jesli ten
drugi punkt bedzie zajety obstugg poxgczenia, to w tym czasie nie bedzie
przyjmowet innych zgioszefi., Tak wigc w danej chwili mogg istnieé tylko
dwa potgczenia terminalowe: jedno wiasne (terminal-host elbo terminel-
~terminal) i drugie terminal-terminel zgoszone z sieci.

Uzytkownik mikrohosta moze zablckowaé punkt obstugi porgczed zgta-
szanych z sieci, tzn. zabronié przyjmowania jakichkolwiek zgkoszer, Je-
81i ten punkt nie begdzie zablokowany i bgdzie wolny, to zgtoszenie poig-
czenia z sieci zostanie wstepnie przyjete, & usytkownik mikrohosta zo-
stanie o tym powiadomiony sygnatem dZwigkowym. Uzytkownik moze to zgio-
szenie przyjaé lub odrzucié, Przyjmujgc zgoszenie uzytkownik moze za-
wiesié swoje wasne potaczenie (jezeli takie istniaXo) oraz praexgczyé
ekran i klawiature do obstugi poxgczenia zgtaszanego.

W potaczeniu terminal-terminal dostepne begdg wszystkie udogodnie-
nia opisane w p. 3.1. ’

3.3, Transfer zbiordw

W sieci KASK implementowany jest system transferu zbiordéw, kidry
umozliwia przesytenie zbiordw miedzy pamigciami zbioréw rdinych syste-
méw komputerowych., System ten oparty jest na wspélnym dla wszystkich u-
sytkownikéw i komputerdw modelu pamigei zbiordéw, nazywanym wirtualng pa-
miecig zbiordéw [8),[9]. Pozwela to na zamaskowanie réinic migdzy rzeczy-



20

wistymi pamigciami zbiordéw przez funkcje odwzorowania lokalnej, rzeczy-
wistej pamieci zbiordéw na opis zgodny 2z jednolitym, rozumianym przez
wszystkich modelem i umozliwia wspélpraég réznych systeméw w stendardo-
wy sposdb, ]

Przesyianie zbioréw wymaga wspdSipracy dwéch stacji transferu ztio-
réw, zlokalizowanych w rdéznych komputerach i komunikujacych sig ze sobg
za pomocg specjalnego protokoxu [8],[9). Uzytkownik kieruje swoje pole=-
cenia do stacji znajdujgcej sig¢ w tym komputerze, w ktdérym pracuje, uzy-
wajac jezyka komend tej stagji. Stacja ta staje sig wykonawcy zlecenia,
Steruje ona jego realizacjg i przekazuje uzytkownikowl wszystkie infome-
cje, zwigzane z wykonaniem zlecenia,

Z punktu widzenia uzytkownika, minimalny zakres usiug, ktdéry musi
byé realizowany przez wszystkie stacje transferu zbiordw, sprowadza sie
do nastgpujgcych zasad: .

1. Mozna dokonywaé transferu prostych sekwencyjnych zbioréw teksto-
wych, tj. zbioréw skradajacyech sie z ciggu drukowalnych znskéw, podzie=
lonych na rekordy.

2, ‘tacja, przyjmjgca zlecenie usytkownika, moZe realizowadé trans-
fer -zbioru w dwéch kierunkach: z wZasnego‘komputéra do odlegego lub
z odlegXego do wxasnego.

- 3, Stacja przyjmujgca zbidér, moze pracowaé w dwéch trybachs

a) 2zbidr o podane] nazwie ma zostaeé utworzony jako nowy zbidr: je-
81i zbidr o tejl nazwie juz istnieje, to transfer zostaje odrzucony;

b) jedli zbidr o podanej nazwie istnieje, to przyjmowany zbiér ms
byé wpiseny jako jego nowa zawartos$é; jesli zbidr nie istnieje, to ma
byé utworzony nowy.

4, Stacja wysyZajgca zbiér powinne go tylko przeczytaé (skopiowad).

5. Obie wspékpracujgce stacje przesytajg migdzy sobg zbiory w ko=
dzie IA5 (rdéwnowaznym kodowi ASCII). Kazda ze stacji (jezeli to koniecz-
ne) dokonuje konwersji kodu lokalnego na IA5 i odwrotnie,

6. Identyfikacje zbioru i autoryzacj¢ dostepu do nich okresélajs na-
stepujgce atrybutys

- nazwa zbioru

- nazwa konta rozliczeniowego za transfer

- has¥o konta rozliczeniowego

- nazwa uzytkownika zbioru

- haso uizytkownika,

Te Transfer zbioru odbywa sie w jednym seansie. Nie ma mechanizméw
umozliwiajgcych wznowienie przerwanego (np. wskutek awarii) transferu,

Podany zakres usiug realizowany bedzie rdwniez przez stacje trans-
feru zbiordéw mikrohosta. W stosunku do stacji, zaimplementowanych na
komputerach OLRA 1305 i R=32, ktdére mogg realizowaé jednoczesdnie kilka
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transferdw, a taki: oferujg pewne dodatkowe ustugi, stacja transferu
zbiordw mikrohosta bedzie rozwigzaniem prostszym [5]. Ze wzgledu na o-
graniczone mozliwo$ci mikrokomputeras, bgdzie ona mogia w danej chwili
realizowaé tylko Jeden transfsr - zlecony przez uzytkowniks lub zgoszo-
ny przez inng stacje.

Transfer zbioru inicjowany bedzie na ogdx przez uzytkownika mikro-
hosta., Aby umozliwié przesytanie zbiordéw migizy dwoma mikrohostami,
przewidziano takZe przyjmowanie zadald transferu sieci. Usytkownik be-
dzie mia% mozliwoéé blokady przyjmowania zgkoszed transferdw z sieci
(tj. z innych stacji). Przy wolnej i niezablokowanej stacji zgtoszenié
transferu z sieci bedzie sygnalizowane sygnatem dZwigkowym. Uzytkownik
bedzie mégt wyrazié zgode na transfer lub go odrzucié,

Obstuge zlecenia przez stacje rozpoczyna sig od prdéby nawigzania
dialogu ze stacja zdalng (faza negocjacji). Jezeli transfer zdefiniowa-
ny przez uzytkowniks nie jest wykonalny albo zosta® odrzucony przez
partnera, to zlecenie transferu zostanie odrzucone, & informacje o przy-

'czynie odrzucenia - przekazana uzytkownikowi. Pomys$lne zakoniczenie fazy
. negocjacji rozpoczyna wtasdciwy transfer danych.

Jedli w fazie negocjacji zostanie nawlgzany dialog z partnerem (np.
z powodu awarii lub zajetosci partnera), to realizacja danego zlecenia
transferu zostanie odtoZona ne pewien czas, po czym nastgpi ponowna pré-
ba realizacji transferu., Usytkownik bedzie miat mozliwo$é sprawdzenis
stanu realizacji swego zlecenia i ewentualnie skasowania go.

Przyjmuje sig, ze transfer zbioru bedzie realizowany wspdéibieznie
z innymi funkcjemi mikrohoste - jako zadanie drugorlanowe.

4, STRUKTURA PROGRAMOWA

Oprogramowanie mikrohosta funkcjonowaé powinno w typowym Srodowis-
ku programowym mikrokomputerdéw klasy IBM PC/XT/AT, za ktére powszechnie
uwazsa sig system operacyjny PC DOS, Dlatego przyjeto, Ze bedzie je sta-
nowié pojedynczy program, przeznaczony dla tego systemu. Minimalna kon=-
figuracja sprzetowa wymagana do jego pracy jest nastgpujgca:

- mikrokomputer klasy /PC/XT/AT z pamigcig min, 512 kkajtdw

- monitor dowolnego typu

-~ 2 jednostki dyskietek lub 1 jednostka dysku twardego i 1 jednost-
ka dyskietek

- adapter koﬁunikacyjny SDLC.
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4,1 Struktura funkcjonalna programu

Program mikrohosta zaprojektowano zgodnie z wymaganiami architektu-
ry IS0/0SI, z uwzglednieniem aktualnego stanu standardéw oraz ograni-
czel przyjetych w sieci MSK/KASK, Jednoczesnie starano sig¢ nadaé mu cha-
rakter rozwigzania otwartego na przyszie modyfikecje i rozszerzenia,

a tekze rozwigzania przenosnego, nadajgcego sie do wykorzystania w in-
nych produktach programowych o przeznaczeniu sieciowym, rdéwniez w in-
nych komputerach i innych systemach operacyjnych.

~ ComAd

' Rys. 3. Struktura oprogramowenia mikrohosta
Fige 3. Software structure of miecrohost

Strukture funkcjonalns programu mikrohosta pokazano na rys. 3. Ja-
ko podstawe dekompozycji programu na moduty przyjeto podziat na warsiwy
wedxug modelu OSI/ISO. W strukturze wyodrebniono moduty realizujgce
4 najnizsze warstwy (Ph - fizyczng, DL - liniowg, N - sieciowg i
T - transportowg), a takse modutry realizujgce uszugi wirtualnego termi-
nala (VI) oraz transferu zbiordéw (FT), tworzace razem z modutem jgdra
aplikacji (A) zintegrowana aplikacje. ,

Wymienione modutry wspéipracujaz ze sobg, a takize z systemem opera-
cyjnym (8), korzystaja 2z usiug modutu srodowiska wewngtrznego (E).

Przyjeta zasada modularyzacji w naturalny sposéb narzuca styki mie-
dzywarstwowes sgsiednie warstwy komunikujg sie¢ przez tzw., punkty doste-
pu do ustug i przekazywanie prymitywéw usxugowych, zdefiniowanych w do=-
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kumentach ISO i CCITT (m. in. [10]). Ich implementacja w oprogramowaniu
mikrohosta polega na zdefiniowaniu odpowiednich struktur danych (odpo=-
wiadajacych punktom dostepu) i podprograméw (odpowiadajgcych przekazywe-
nym prymitywom). Zasade te zastosowano takie do stykéw wewnatrz zinte-
growanej aplikacji (tzn. do ustug wirtualnego terminala i transferu
zbiordw),. dla ktdrych brak odpowiednich dokumentdw standaryzacyjnych.

4.2, Wewngtrzne srodowisko programowe

Wewngtrzne Srodowisko progremowe wyodrebniono z kilku powoddéw [5],
[11]:

a) w celu zapewnienia udogodniefl programowych zwiazanych ze specy-
fika oprogramowania komunikacyjnego, i potrzebnych we wszystkich modu-
Yach programowych (np. zarzgdzanie pamigcig dynamiczng - gospodarka bu-
forami),

b) w celu dostarczenia zunifikowanych mechanizméw umozliwiajgcych
_quasi-wspdtbiezng realizacje wielu akcji w réznych warstwach oprogramo-
wania, & takZe standardowych srodkéw komunikacji i synchronizacji tych
akeji,

¢) w celu stworzenia szansy przenosdnodci oprogramowania przez zlo-
kalizowanie bezpodrednich kontektéw z systemem operacyjnym w modutach
drodowiska,

’ Wewnetrzne srodowisko programowe mikrohosta [5] zakzada podziax
funkcji programu na fragmenty, reaslizowane w procedurach., Wprowadzono
4 klasy procedur:

- klasa-I - procedury obstugi przerwani

- klasa S - procedury-podprogramy (do realizacji zasadniczych funk-
cJji przetwarzania)

- klasa T - procedury opéfnione (do realizacji czynnosci zwigza-
nych z uptywem limitéw czasowych)

- klasa P - procedury-procesy (do realizacji funkecji przetwarzania
o charakterze sekwencyjnym).

Wymienione procedury rdéznig sieg sposobem uektywnienia: procedury
klasy I uasktywniene sa z przerwar zewngtrznych (przede wszystkim adapte-
ra komunikacyjnego i klawiatury), pozostate sg wywolywane przez we-
wnetrzny koordynator, zgodnie z zgdaniami zgaszanymi z innych procedur.

Dziatanie koordynators jest nastepujace: Zadania uaktywnienia pro-
cedur klasy S i P umieszczane sg we wspSlnej kolejce zgodnie z zasadg
PIFO, Koordynator pobiera z niej kolejre zgadanie i wywoluje wskazang
procedure, Podczas wywolania procedury przekazywany jest do niej poje-
dynczy perametr (np., adres bufora z komunikatem), zwigzany z zgdaniem
uaktywnienie. Realizacja procedury przebiega a% do jej zakonczenia (d1a
klasy S§) lub zawieszenia (dla klasy P),po czym sterowanle wraca do koor-
dynatora.
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Podczas realizacji procedury mogg generowal Zgdania usktywnienia
dalszych procedur, zwiaszcza mogg one zgraszadé zgdania uaktywnienia pro-
cedur klasy T, a takze anulowalé wczesSniejsze zadania tego typu. Procedu-
ry klasy T wywoiywane sg przez koordynator 2z opdinieniem wskazanym
w zgdaniu. Zgroszenia uaktywnienia procedury Klasy T rejestrowane sg w od-
dzielnej kolejce zegarowej., Koordynator na podstawie syghaxéw odbiera~
nych z przerwal zegarowych co Jednostke czasu przeglada te kolejke, ak-
tualizuje liczniki czasu i wybiera kolejno do realizacji wszystkie pro-
cedury, dla ktdérych wyczerpgl sig limit czasowy.

Procedury klasy S, P i T wykonywane 83 zgodhnie 2z zasadsg wzajemnego
wykluczania (tzn. nie jest mozliwe ich wzajemne przerywanie), dzieki
czemu problemy wspdrusytkowania wspdélnych zasobéw (np. danych) znakomi-
cie sig upraszczajge. .

Procedury klesy P stanowig implementacje prostej formy quasi-wspdz-
biesnosci, opartej na idei wspéprograméw (korutyn). Srodowisko dostar-
cza mechanizméw umozliwiajgecychs

- dynamiczne kreowanie i likwidacje proceséw

- synchronizacje proceséw z wykorzystaniem semafora

- komunikacjg¢ i synchronizacje proceséw opaitq na przekszywaniu ko-
munikat éw

- zawieszanie procesdéw z limitem czasowym.

Opisane srodowisko oferuje stosunkowo rozbudowane udogodnienia.
Wprowadzono je celowo, tak by zapewnié znaczng swobode podczas realiza-
cji poszczegdlnych warstw., Wydaje sie, ze oprdécz przedstawionej tu pex-
nej wersji, mozliwe jest zbudowanie uproszczonej wersji $rodowiska,

w ktdérej nie wystepujg procedury klasy P,

Zaproponowane mechanizmy majg okreslone zalety i wady, ujawniajace
sie w rdznych sytuacjach, Obszerniejszg dyskusje na ten temat zawiers
artykur [11]. ’

4.3, Implementacja usiug i protokozdw

Ze wzgledu ne przeznaczenie oprogramowania mikrohosta zakres imple-
mentacji usiug i protokoidéw komunikacyjnych musi odpowiadaé ustaleniom
dls sieci MSK/KASK [9]. Dotyczy to przede wszystkim protokoXéw dzista-
Jacych w warstwie aplikacji, tzn. wirtualnego terminala i transferu
zbiordw, ktdére nie'sq zgodne z asktualnymi opracowaniami ISO,

W zekresie warstw komunikecyjnych (do transportowej wtacznie) uste-
lenia dla MSK sg podzbiorem istniejgcych standerddédw lub nieznacznie od
nich odbiegajg. Dlatego przyjeto, Ze w celu uatwienia przysztego rozwo-
Ju tej czeseli oprogramowanis opracowana zostanie tzw., wersja bazowa,od-
powiadajgca stanowi standaryzecji wedlug stanu z roku 1984 (CCITT Red
Book [10]) i zawierajaca jedynie elementy i mechanizmy, okresdlane w tych
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dokumentach jako obowigzkowe. W wersji tej zawarte beds - jako opcje -
wszystkie rozwigzania specyficzne dla sieci MSK/KASK., Po wigczeniu tych
opeji podczas generowania oprogramowania uzyska sig tzw, wersje KASK,
potrzebna w oprogremowaniu mi%rohosta,

Wersja bazowa bgdzie tak skonstruowana, by mogka byé tatwo uzupek-
niasne i rozszerzana zgodnie z obowigzujgcymi standardami mig¢dzynarodowy-
mi. Wxgczenie tych nowych elementéw do wersji bazowej jako opeji dopro-
wadzi w przyszio$ci do przeksztalcenia jej w tzw, wersje rozszerzong.
Powstanie w ten sposéb baza programowa, podatna na staxg modernizacje
i umozliwiajgca generacje réznych warientéw oprogramowania sieciowego,
przeznaczonych zerdéwno dla sieci KASK, jek i dla przysziych zastosowat
w publicznej sieci danych,.

Opisane konstrukcja oprogramowania i Jjezyk C, przyjety jako giéwny
jezyk programowania, powinny spowodowaé, Ze powstanie oprogremowanie
przenosne, ktdrego zastosowanie nie ograniczy si¢ do mikrohosta,

5, WNIOSKI KONCOWE

W artykule przedstawiono koncepcje i niektére elementy projektu
mikrohosta dla sieci KASK wedlug stanu prac pod koniec etapu projektu
‘technicznego (na poczgtku 1988 roku). Gotowy produkt programowy ma byé
dostepny pod koniec 1989 roku. Zastosowanie tego rozwigzania w sieci
KASK bedzie raczej ograniczone: liczba mikrokomputerdw klasy IBM PC/XT/
/AT, ktdére bedzie mozna wigczyé do sieci KASK, bedzie stosunkowo nie-
wielka, zwtaszcza z powodu ograniczonej liczby linii w wegzXach, ktdre
mozne by wydzielié do tego celu,

Projekt mikrohosta, oprdcz celu czysto uzytkowego, ma takze i cel
badaweczy: sprawdzenie mozliwosci budowy przenosnego oprogramowania sie-
ciowego dla mikrokomputerdéw osobistych. Przewiduje sig¢ przede wszystkim
mozliwos$é budowy pokrewnych produktéw programowych dla sieci KASK: pros-
tej stacji LAN/KASK i tzw. adaptera migdzysieciowego (ang. gateway) ’
TAN/WAN/KASK dla sieci lokalnej budowanej w Centrum Obliczeniowym Poli-
techniki Wroczawskiej [1],[3]1,[5]. -

Prawdopodobnie najistotniejszym efektem przedsigwzigcia pod nazwg
"mikrohost” bedzie stworzenie modularnej bazy przenosnego oprogramowa-
nia sieciowego, opartego na filozofii modelu 0SI/ISO, z ktdrej w tatwy
sposdb mozna bedzie otrzymaé odpowiednie oprogramowanie dla pewnej ro-
dziny produktéw sieciowych, instalowanych na rdznych komputerach.
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IBM PC/XT/AT COMPATIBLE MICROCOMPUTERS
AS MICRO-HOSTS IN THE KASK COMPUTER NETWORK

The paper contains a presentation of a general concept and propos-
ed reslization for including IBM PC/XT/AT compatible microcomputers in-
to the KASK computer neiwork as micro-hosts, i.e. as self-contained
terminals (DTE) with functions similar to those of main computers
(hosts). The herdware and software requirements, the functions of the .
micro-host, and the proposed software structure are discussed,

MKPO-58M COBMECTVMHE C IBM PC/XT/AT KAK "MUKPO-PABO MAII/HH"
: B BHYMCJMTEIBHON CETH KASK PABOUE .

. E craTse NIpenCTamIeHH odad KOFLEMMA U IpelIoXeHWe paspacoTky IIA
 peweHs NpolJeMH BKIDYEHUS B BHYMCJMTELLHYD CeTh KASK MMKpO-gBM COBMeC-
muvux ¢ IBM PC/XT/AT B KodecTBe "MMKpO-paGodyux MamuH", T.€. CaMOCTOA-
TeJBHHX OKOHYeHHX ycTpo#tcTs (001) c KIMAMM CXONHHMY C QYHKIMAME IJaB-
EHX M. OmICHBAKTCA annapaTHHe ¥ MPOTPAaMMHHE TpPeGOBAHUA, QYHKIMH “"MUK-
po-padouell Mam¥HH" ¥ NpemaraeMas CTPYKTypa NpOIDaAMMHOTO OGEeCIedYeHRSA.

Praca wpiyngZa do Redakcji w marcu 1968 r.
w ostatecznej formie w lipcu 1989 r.
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ZASTOSOWANIE APARATURY POMIAROWO-DIAGNOSTYCZNEJ
W SIECI KASK

-Opisano urzgdzenie SPS umozliwiajgce monitorowanie transmisji
na styku DTE-DCE oraz testowanie wybranych urzadzed i linii trans-
misji danych. SPS jest systemem mikrokomputerowym, dla ktdérego
przygotowano specjalizowany system operacyjny. Operator, korzysta-
jac ze zbioru prostych komend, moze w trybie dialogowym przygoto-
waé i przeprowadzié wybreny proces., Wyniki sg pokazywane na ekra-
nie lub mogg byé wyprowadzane na drukarke, Wstepna eksploatacja
SPS pozwala sformuzowad wnioski odnosdnie do jego przydatnosdci i za-
proponowaé zmiany wprowadzane w nowej wersji.

1. WSTEP

Cyfrowe urzadzenia do analizy strumieni danych sg obecnie niezbed-
nym narzedziem pomiarowym stosowanym do uruchamiania elementdéw sieci
komputerowych i w czasie ich eksploatacji. Urzgdzenia te umozliwiaja
diagnostyke elementdw sieci dostepnych przez styk cyfrowy DTE-DCE %acza
transmisyjnego., Metody takiej diagnostyki mozna podzielié na trzy grupy:

- testowanie w czasie normelnej pracy (monitorowanie (trumienia da-
nych), :
- testowanie w warunkach symulacji DTE (wymuszanie strumienia da-
nych), '

- testowanie sygnaréw styku DTE~DCE,

X Centrum Obliczeniowe Politechniki Wroctawskiej, Wybrzeze Wys-
piafiskiego 27, 50-3T70 Wrocktaw,
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Bierne monitorowanie danych w wybranym punkcie sieci pozwela uzys-
kiwaé charakterystyki ilosSciowe, tekie jak np. liczba odrzuconych lub
powtdrzonych blokéw, czas odpowiedzi danego urzadzenia korcowego, sek-
wencje znakéw wystepujgce w badanym okresie itp. Z kolei obserwacja sty-
ku cyfrowego na poziomie sygnaréw binarnych deje informacje o stanie je-
go obwodéw w réznych fazach transmisji.

Testowanie czynne polega na generowaniu strumienia danych, odpowie-
dajgcego wybranemu protokoxowi w celu obserwowania odpowiedzi badanego
urzgdzenia. Tego rodzaju tes,towanie moze byé przydatne np, podczas uru-
chamiania nowych urzadzef, kiedy wytworzenie specyficznych i powtarzal=-
nych sytuacji uatwia wykrycie ewentualnych bzeddéw,

Skonstruowany na Politechnice Wrock awskiej w latach 1985-1986 sys-}
tem SPS [1], oparty na mikroprocesorze 8085, speinia wszystkie podstawo-
we wymagania stawiane tego rodzaju aparaturze, Jego cechy charekterys-
tyczne to: _ '

- poigczenie W jednym urzadzeniu funkcji monitorowania i testowae-
nia- .
- implementacja transmisji asynchronicznej i wszystkich powszech-
nie stosowanych protokoxzéw, takich jak: BSC, IAPB, SDLC, X.25
_ - mozliwoéé anelizy strumieni danych na poziomie liniowym i pakie-
towym w czytelnej postaci (tzw. proceduralnej) ¢

- mozliwodé 2atwego zadawania testéw synnxiacyjnych pisanych w pros-
tym jezyku komend

- wygodna obsiuga urzadzenia za pomocg zestawu komend w trybie dia
logowym z podpowiedziami systemm )

- mozliwodé powielania uzyskanych na ekranie raportéw wprost na
drukarke.

Uzytkownik SPS okresla wybrany typ pracy za pomocg komend, ktérych
petna definicja wprowadzana jest do SPS w trybie dialogowym. Dle wszyst-
kich typéw monitorowania (z wyjqtkiem monitorowania styku) warunki te
definiujgs

- sposéb monitorowania dwéch strumieni danych (do/z DCE) Zacznie
lub rozdzielnie

- rodzaje tzw, putapek okredlajgcych warunki zakoficzenie monitoro=-
wania

- szczegbtowe pa.rametry transmisji podlegajgcej monitorowaniu, za-
lezne od typu monitorowanie

- dodanie znacznika czasu odbioru rejestrowanych jednostek proto-
koZu,.
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Do putapek, ktére mogg byé zdefiniowane dla wszystkich typéw monie-
torowania, naleZgs uptyw czasu trwania pomieru, n-krotne wystgpienie
zdefiniowanego wzorca (sekwencji 1-6 bajtéw) i zapeinienie bufore rejes-
trujgcego. W czasie prowadzenia pomiaru sg aktualizowane liczniki zda-
rzefi zdefiniowanych dla danego typu monitorcwania, a obserwowane jed-
nostki dahych protokotu sg wprowadzene do bufora cyklicznego., Uzyskane
wyniki moga byé wyprowadzone na ekran w postaci raportu w trakcie wyko=-
nywania pomiaru i automatycznie sg wyprowadzane po zakoiiczeniu pomiaru,

Zainicjowany pomiar moze byé w kazdej chwili zatrzymany z wyprowa-
dzeniem-dotychczasowych wynikéw, a nastgpnie powtdérzony dla tych samych
warunkéw pomiaru. Po zakoficzeniu pomiaru zawartosé bufora cyklicznego
moze byé wyswietlana na ekranie za pomocg komend redagujgcych. Za ich
pomocg mozne zdefiniowaé wyswietlany strumied (RX, TX, RX+TX), sposéb
wyswietlenia (proceduralny, nieproceduralny), diugosé wyswietlanych jed-
" nostek (krétka, dxuga) i ich liczbe. Zawartosé bufora jest wyprowadzana
‘na ekran w postaci wydzielonych jednostek protckotu, z ktdrych kazda
opatrzona jest standardowym nagidwkiem okreslajgcym: rodzaj strumienia,
" stan (wskaZnik poprawnodci) jej odebrania oraz - opcjonalnie - czas od=-
bioru jednostki.

Wykrycie warunku umozliwiajacego wykonanie komendy w zadany sposéb
powoduje wyprowadzenie odpowiedniego komunikatu i zaniechanie akcji.

2, FUNKCJE SYSTEMU SFS

Mozliwe zastosowania systemu SPS i1 miejsca Jego wtgczenia w sieci
komputerowej przedstawiono schematycznie na rysunku. Przy liniach trans-
misyjnych zaznaczono rodzaj (protokét) prowadzonej transmisji, a w na-
wiasach podano tryb pracy SPS wiaéciwy dla danego pomiaru (MS - monito~
rowanie synchroniczne, MA - monitorowanie asynchroniczne, MB - monitoro-
wanie protokoxzéw bitowych, TS - testowanie standardowe, TP - testowanie-
programowane). Monitorowanie stanu linii styku S2 (MI), czego nie poka-
zano ha rysunku, moze byé prowedzone w dowolnym miejscu sieci. Wyrdéiznio-
no nastepujgce elementy siecis Ta - terminal asynchroniczny, Ts - termi-
nal synchroniczny, H - host, W - wgzex sieci komunikacyjnej.
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Rys., Mozliwe zastosowanie analizatora SPS w siecli KASK
Pig. Applications of the SPS data analyzer in the KASK network

2.1. Monitorowanie obwoddéw styku S2

Procedure monitorowania, wywotywana komendg MI, powoduje monitoro-
wanie 14 obwodéw styku S2 o numerach 103-115 i 125 przy ubyciu pakietu
sprzggajacego A, Monitorowanie odbywa sig za pomocg rejestrowania stanu
logicznego obwodu (ON, OFF) w zadanych odstepach czasu. Po zakoriczeniu

prébkowanic (75 prébkowad) jest wyprowadzeny raport kodcowy w postaci
wykresu stanu linii,
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2.2+ HMonitorowanie transmisji wedzug protokoxdw asynchronicznych

Za pomocg pakietu sprzegajacego B (z ukladem 8251) oraz komendy -MA
monitorowana jest trensmisje pétdupleksowa, ktérej szeczegdrowe perame-
-try, tj. szybkodé transmisji (50-9600), drugosé znaku (5-8), diugosé
bitu "stop" (1, 1.5, 2), rodzaj parzystosci (EVEN, ODD, NONE) sg defi-
niowane w parametrach komendy. Oprdécz wymienionych poprzednio, puapks
moze byé n-krotne wystapienie btedu parzystodci. Podczas monitorowania
Jest liczona liczba znakéw, liczba bteddéw parzystodei i liczbe wysta-
piefd wzorca,

2.2; Monitorowenie transmisji wediug protokoiu synchronicznego BSC

Transmisja wedzug protokoxu synchronicznego BSC (komenda MS) réw-
niez jest monitorowana za pomocg pakietu sprzegajgcego B. SzczegdéXowe
-paremetry, tj. kod transmisji (ASCII, EBCDIC), szybkodé transmisji
(600-9600) i rodzaj parzystodci, sa ustalane podczas definiowania komen-
dy. Istnieje mozliwodé zdefiniowania puxapek tak, jak dla komendy MA.
Podczas monitorowania mierzona jest liczba btedéw parzystosdci, liczba
wystgpied wzorca, liczba komunikatéw rozpoczynajgcych sig od okreslone-
go znaku (ENO, BOT, STX, SOH, ACKO, ACK1, NACK, RVI, WACK, TTD). Prze-
gladanie bufora cyklicznego moze sig odbywaé w trybie nieproceduralnym
(wyéwietlanie komunikatéw okreslonego strumienia opatrzonycd nagiéwkiem
w postaci szesnastkowej i w kodzie ASCII) lub w trybie proceduralnym
(zneki sterujgce sg wyswietlane w postaci ich mnemonikéw, pozostate zas
w postaci szesnastkowe]),

2.4+ Monitorowasnie transmisji
wed2ug protokoxdw synchronicznych zorientowanych bitowo

Transmisje prowadzone wedxug protokoxéw LAPB, SDLC i X25 mogg byé
monitorowane z zastosowaniem pakietu sprzegajacego € (z ukadem 8273)
za pomocg komendy B, Szczegdtowe parametry transmisji podawane przy
definiowaniu komendy to typ protokoxu (LAPB, SDLC, X25), szybkosé trans-
misji (600-9600), miejsce wtaczenia SPS w system teleprzetwarzania (lo-
kalnie, zdalnie) i sposéb kodowania (NRZI, NRZ). Purapkami charakterys-
tycznymi dla tego rodzaju monitorowania sg: limit dopuszczalnych bieddw
FCS, limit sekwencji ABORT, liczba jednostek protokoiu okreélone] grupy.
Dla protokotdéw IAPB i SDLC wyrdzniono trzy grupy ramek:s sterujgce, nad- -
zorcze i informacyjne, a dls protokou X.25 - cztery grupy paskietdéw na=-
wigzywania polgczenia, informacyjne, sterujace i restartu. ‘
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Po zakoriczeniu pomiaru przegladanie bufora cyklicznego moze odby-
waé sie w trybie nieproceduralnym w postaci jak dla monitorowania syn-~
chronicznego, oraz proceduraelnym, zaleznym od typu protokoxu, Dla proto-
koxéw ILAPB i SDLC w trybie proceduralnym ramke jest rozpakowywana i o~
sobno wyswietlany jest: adres ramki (szesnastkowo), typ ramki (rozkasz,
odpowied£) i wartodé bitu P/F, rodzaj ramki (I, S, U), mnemonik ramki,
a dla ramek numerowanych numer ramki i potwierdzenia odpowiednio po ko=
mentarzu N(S)= i N(R)=,

Dla protokotu X25 jest rozpakowywany pakiet i osobno wybwietla sig
GFI, numer kanatu logicznego, mnemonik pekietu, numer pakietu i numer
potwierdzenie z komentarzami odpowiednio P(S)= i P(R)=,

2,54 Testowanie standardowe

Prowadzenie testowania standardowego (inicjowane komendg TT) wyma-
ga podania parametréw testowanego ukxadu, tj. rodzaju xgcza (dupleks,
pdétdupleks) i rodzéju uktadu (dle pézdupleksu - nadaewanie, odbiér, nade-
wanie i odbidér, dla dupleksu - jednomaszynowy, dwumaszynowy). Dxugodé
testowania moze byé okreslona przez podanie czasu (nie wigcej niz 4 h)
lub liczby powtdrzed testu, Podczas testowania mierzona jest liczba
btednych bitéw i btednych blokéw. Rézne rodzaje zakoficzed transmisji
(poprawne i biedne) sg sygnalizowane wyprowadzeniem odpowiedniego komu-
nikatu w raporcie koricowym.

2,6, Testowanie programowane

Testowanie programowane wymaga wprowadzenias zestawu danych stano-
wigcych test wysytany do sieci oraz programu nadzorujgcego generacje
testu, Zdefiniowanie bufordéw zawierajgcych wysytane dane odbywa sie
przed okresleniem warunkdéw testowania i program testujgcego, co reali-
zowane jest w komendzie TP, Konfiguracje testowanego ukzadu okreslona
jest przez podanie szybkodci transmisji (600-3600), rodzaju tgcza (du-
pleks, péxdupleks), klasy protokozu (bitowy, zhakowy). Dla protokordéw
znakowych dodatkowo okresla sig diugoéé znaku (5-8 bitdéw), liczbe zna=-
kéw synchronizecyjnyech (13 1,5; 2), wzorzec znsku synchronizacji oraz
rodzaj parzystodci, Dla protokoxzdéw bitowych okresdla sig typ protokozu
(HDLC, SDLC) oraz sposéb kodowania (NRZI, NRZ).

Program testujgcy wprowadzany jeét po zdefiniowaniu warunkéw testo-
wania i moze byé redagowany. Opisuje on sekwencje dziarad wykonywanych
przez SPS,

Program testowy jest pisany w specjalnym Jezyku proéramowania tes-
téw TPL. Jest to jezyk, ktdry operuje na nastepujacych strukturach da-
nychs

- buforach (zewiersjgcych komunikaty/ramki/pakiety)
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- licznikach

- stoperach,.

Bufory stanowig podstawowe struktury danych, a zawarte w nich in-
formecje sg transmitowane do/z urzadzenia, pordéwnywane z wzorcemi i ane-
lizowene, Bufory mogg byé zapisywane przez usytkownika SPS (do wysyze-
nia w linie¢) lub wypeXlniane denymi odbieranymi z linii. W aktualnej
wersji urzgdzenia wygenerowano 16 buforéw, kidérych rozmiary moze usta-
1ié uzytkownik (4-2400 bajtdéw).

. liczniki i stopery sg pomocniczymi strukturami danych, ktére umos-
liwiaja organizacje petli (liczniki) oraz odmierzenie czasu (stopery).
W aktualnej wersji istnieje 8 licznikdéw dwubajtowych oraz 8 stoperdw do
odmierzania czasu z zakresu od 20 ms do 5 s,

¥ jezyku TPL istnieje 21 istrukcji, w tyms

- 4 instrukcje licznikowe : '
instrukcji skokéw
instrukcje dla stoperdw
instrukcje transmisyjne (nedawanie/odbidr bufora)
instrukcje operacji na buforach
instrukcja zawieszenia programu (na podany czes)

- 1 instrukcja stopu.

MozliwosSé realizacji transmisji dupleksowej w programie sekwencyj-
nym ugyskano przez przyjgcie zasedy komunikacji bezpotwierdzeniowej. Po
zainicjowaniu nadawania i odbioru program moze sprawdzié (w dowolnej
chwili) wykonanie kazdej z tych operacji (nie trzeba czekaé w petli na
ich wykonanie),

Program testujacy nie moze modyfikowaé tresci buforéw przygotowa-
nych przez usytkownika SPS, Po zakoficzeniu testowanias wyprowadzany jest
raport kofcowy, ktéry podaje warunki testowania, typ zekoficzenia testu
oraz wyprowadza liczbe wykorzystywanych bufordéw, stoperéw i licznikéw,
a takze stan licznikéw., Uzytkownik SPS moze oglgdaé tresé wysyZanych
lub odebranych bufordéw, ktdére mogg byé wysSwietlane w kodzie szesnastko-
wym, ASCII i dwdéjkowym,

Podeno przykiadowy program do komunikecji SPS z wegztem sieci MSK
na poziomie protokotu liniowego. Bufory BO, B2 i B4 -zostaty wypetnione
przez operatora SPS odpowiednio ramkami SABM, UA i I (z pekietem
RESTART INDICATION):

- W o NN

1 10 SEND BO snadaj SABM

2 50 WAIT 5 sczekaj O.1 ms
3 43 J®s 15 3 bzgd nadaw

4 20 RCEV Bt sodbieraj do B1
5 50 WAIT 20 sczekaj 0.4 8

6 44 JRR 1 sprébuj od nowa
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7 30 Cup B1,BO jczy odebrano UA?Y
8 42 JNEO 14 s brak UA
9 10 SEND B4 snadaj RESTART

10 50 WAIT 5 sczekaj

11 43 JNs 15 s b2ad nadaw

12 20 RCEV B3 sodbiera]

13 50 WAIT 50 jczeka) 1 8
14 00 HAIT 3stop poprawny
15 00  HAIT sstop niepoprawny

Uzytkownik pisze program wykorzystujgc prosty edytor tekstu wbudo-
wany w system, Edytor ten wykrywa podstawowe btedy skradniowe wprowe.dza-
nego proyamu. Napisany program wykonywany Jest interpretacyjnie, przy
oczym stwierdzone bledy semantyczno powodujg zakoriczenie wykonywania pro-
gremu i sygnalizacje bdiedu,

3. WNIOSKI

Wstepna eksploatacja system SPS, zaréwno przez konstruktordw
w czasie uruchamiania przyrzgdu, jak i1 przez plerwszych profesjonalnych
uzytkownikéw w warunkach normalnej pracy, pozwala sformutowaé wnioski
odnodnie do jJego przydatnodci i zaproponowaé zmiany, ktére powinny byé
wprowadzone w nowej wersji dla sieci KASK,

0gélna koncepcja przyrzadu wydaje si¢ wtasdciwa, a zakres speinia-
nych funkcji wystarczajgcy. Wniosek taki potwierdza fakt, Ze SPS spet~-
nie wszystkie funkcje realisowane przez analizatory danych (nazywane
tez analizatorami protokotéw), oferowane przez renomowane firmy. Anali-
zatory te réiniq si¢ migdsy sobg rogzwigzaniami konstrukeyjnymi, zekre-
sem parametrdéw transmisji, liczbg implementowanych protokoxéw i dostep-
nych stykéw, jak réwniei sposobem komunikacji z operatorem. Reprezenta-
tywnymi przyktademi sg tu DA-10 (Wandel-Goltermann) [2) czy K1195 (Sie-
mm) [3]0
' Najwigkszym bt'dem SPS g punktu widzenia uiytkownika Jjest rozwigzae-
nie konstrukcyjne przyrzadu, ktérego prototyp zdbudowano ze standardo-
wych modutéw systemu mikroprocesorowego MSM (Impol 1). Cata aparatura
sktada si¢ 2 czterech czedci poxgczonych kablami i osobno zasilanychs

= kasety (standard 19 cali) zawierajqce] pakiety milkrokomputera i

specjalizowane pakiety sprzegajgce

- monitora ekranowego _

- gtacji dyskéw elastycznych

= klawiatury, ,
co sprawia, fe urzqdzenie Jest niewygodno w transporcio 1 instalowaniu,
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Pewnym ograniczeniem funkcjonalnym, szczegélnie w perspektywie
przysziych zastosoward, jest graniczna szybkosé transmisji wynoszgca
w SPS 9600 b/s. Ograniczenie to wynika z zastosowania procesora
8085 (3 MHz) dostepnego w czasie budowy prototypu.

Duzym uzatwieniem W pracy z analizatorem byXoby wykorzystanie pa-

_ migei dyskowej zaréwno do przechowywania definicji poinia.ru, Jak 1 do pa-
mi¢tania wynikéw, np. pami¢tania przebiegu transmisji w dusszym okre-
sie, niz pozwala na to ograniczony bufor w pamigci operacyjnej. Obecnie
mozna w SPS przechowywaé na dysku jedynie parametry komend pomiarowych,'
nie mozna natomiast przygotowaé tam np. programu testujgcego, gdy wias-
nie redagowanie testu (przy testowaniu programowym) jest czasochionne,
& przy-niebanalnych testach programy i towarzyszgce im struktury danych
8q 2Xoione,

Wszystkie procesy monitorowania transmisji powinny mieé mozliwoéé
.rogpoczynania rejestracji danych dopiero po wystgpieniu zdarzed charak-
terystyoznych - definiowanych przez operatora, analogicznie do obecnie
zrealizowanych "puZapek® koficzgqeyoch pomiar, Takie rozszerzenie funkcji
.pogwoli operatorowi re;jestroﬁaé interesujqce go fraegmenty transmisji,
np. po bigdzie okreflonego typu, po wystgpieniu okreflone) sekwencji
znakéw w danym strumieniu itp.

Realigzacja ulepszefi operatorskich jest mozliwa przeg modyfikacje
obecnego prototypu SPS, Jego system operacyjny, zbudowany na zasadzie
kominikujgcych sig¢ proceséw [4], umosliwia dodanie nowych moduzéw 1lud
przeprogramowanie istniejgcych, a pewna rezerwa pamigci operacyjne}
wskazuje na wykonalnoéé takiej rozbudowy.

Nie da sie¢ tego powiedzieé o dwéch pilerwsszych wymienionych cechachs
konstrukcji mechanicznej i szybkofci pracy. Nowa 'wersja analizatora po-
winna umozliwiaé transmisje £ szybkodcig 72 kb/s lub przynajmnie}

48 kb/s, aby mogla byé prgydatna w najblizszych latach. Taka szybkodé
wymaga zastosowania elementéw nowej generacji (np. rodziny 8086 1ubd
M68000) i prawdopodobnie zbudowania systemu wielomilxroprocesorowego

z ukZadowym rozdzieleniem funkcji sterowania transmisjq i obsitugi opera-
tora,

Oprogramowanie tego typu systemu, z® wzgledu na swg zozonosé, po-
winno byé nepisane w jezyku wyiszego poziomu nif asembler, aby uzatwié
proces projektowania i uruchamiania, Te przestanki sugerujgq przyjecie
jako punktu wyjsciowego jakiegoé gotowego mikrokomputera, ktéry po wypo-
sateniu w specjalizowany modu sprz¢gu z torem transmisyjnym mégtby zo~
staé oprogramowany 2 wykorzystaniem funkcji istniejgcego systemu opera-
eyjnego.
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APPLICATION OF THE SPS DATA ANALYZER AND TESTER IN THE KASK NETWORK

The SPS is a measuring and diagnostic system connected with DTEDCE .
interface in commnication network. It can be used for monitoring datas
streams and for testing the equipment in the network. .

The paper presents basic monitor modes of the SPS and relevant com-
mands for various transmission protocols, The principles of programmed
testing are described. It is shown how SPS can be programmed in an easy-
=to-learn TPL language to fulfill requirements of various protocols,

Pit{EHEHUE E‘ﬂEPMI‘EEH'IO-IMAIHOCT.WIEEKOﬁ AITMAPATYPH SPs B CETU KASK

dpencranneso (YHKIMM H3MEPHTEJEHO-IMarHOCTHYECKO) cHcTeMH H83BaH-
HO# SPS, KOTOpas OpelHA3HaweHA MIA aHa/M3a NOTOKOB MHPopMaIMu B CeTH
nepejay’ IJaHHKX, a TaKxe LA TeCTUDOBAHKA caMolit ceTeBoif anmapaTypH.

O6cysuaeTcs K3MepUTeJEHHEe KOMAHIH ¥ XX DapaMeTpH onpeleliAmiMe YCJo-
BUA ¥3MEPEHMA ¥ BUX IO E€MHX pe3yJbTaToB. :

OmicEBaeTCT CPOCTOR A3HK IPOrpaMMUPOBAEMA TeCTOB TPL (CTPYKRTYpH IaH-
HHX ¥ BHCTDYKUMH), Ha KOTODOM MOXHO POpMy MpOBATH TECTH LIA DasHHX TH-
O9B EPOTOKOJOB # Pa3HHX NapaMeTpoB Depenamt. . :

Praca wplynezé..~do Rédakcji w marou 1988 r.
w ostateczne) formie w lipou 1989 r.
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SYSTEM TESTOWANIA ZGODNOSCI IMPLEMENTACJI
PROTOKOLOW W SIECI KASK

Przedstawiono koncepcje systemu testowania zgodnodci implementacji
protokotu z jego standardem, System ten ma byé przeznaczony do tes-
towania protokozu transportowego. W pracy oméwiono: typy testiw,
systemy testowania, strukturg testéw zgodnosdci i je] elementy oraz
scharakteryzowano kombinowang tablicowo-drzewowsg metode notacji
testéw. Zaproponowana konfiguracja systemu testowania zgodnoseci
dla sieci KASK to system bazujicy na metodzie testowanis rozproszo-
nego, ktéry skrada sie¢ z 2 czescil: testera aktywnego, dziaXajgcego
Jjako interpreter scenariuszy i testera-respondera, ktéry dziata ja-
ko automat skoficzony., Przedstawiono réwniez strukture testera ak-
tywnego oraz oméwiono funkcje jego moduiéw. Zaproponowano realiza-
cje systemu opartg na mikrokomputerze kompatybilnym z IBM PC/AT
oraz oméwiono specjalistyczne rozwigzania sprzetowe, wymagene do
realizacji tego systemu,

1. WPROWADZENIE

Pojecie testowania zgodnosci (ang. conformance testing) pojawito
si¢ w poczgtkach lat 80, w zwigzku z potrzebg oceny i weryfikacji po-
prawnosci implementacji protokoxzéw sieciowych z przyjetymi przez ISO
ich stendardami,

Prace podkomitetu SC 21 ISO zakYadajg, %e standaryzacjg obejmie
sie testy zgodnosci protokoréw warstw 4, 5, 6 [6], [13]. Obecnie wigk-
8zoéé prac dotyczy testowania protokotu warstwy 4 (transportowej), po-

niewa? dla protokotu tej warstwy istnieje standard (IS 8073)(71,[(8),[10],
[12].

X Centrum Obliczeniowe Politechniki Wroctawskiej, Wybrzeze Wys-
- piafiskiego 27, 50-370 Wroctaw,
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Celem prezentowanej pracy jest przedstewienie koncepcji systemu
testowania zgodnosdci dla warstwy transportowej sieci KASK., System ten
bedzie realizowany na komputerze kompatybilnym z IBM PC/AT. Zakzada sie,
iz projektowany system bedzie uniwersalny w tym sensie, Ze pozwoli nie
tylko na wykorzystywanie standardowych testéw zgodnoéci, lecz réwniez
na definiowanie przez usytkownika wtasnych testéw, co umozliwi zastoso-
wanie tego urzadzenia do rdéznego rodzaju testowania.

W pierwszej czeéci pracy przedstawiono podstawowe pojgcia testowa-
nia zgodnofci i metodologii testowania. Cz¢dé druga zawlera opis koncep-
cji systemu testowania dla sieci KASK (konfiguracja, oprogramowanie,
sprzet). W zakofczeniu oceniono prezentowang koncepcj¢ oraz podano uwa-
gi dotyczgce stosowania projektowanego systemu.

2, TESTOWANIE ZGODNOSCI - POJBCIA PODSTAWOWE, METODOLOGIA, TESTY

Zasadniczym celem testowania zgodnoéci jest rozstrzygnigcie czy im-
plementacja podlegajgca testowaniu (ang. Implementation Under Test -
IUT) wykazuje zgodnodé ze specyfikacjq odpowiedniego standardu. Aspekty
techniczne i ekonoemiczne prowadzenia testowania ograniczajg tak posta-
wiony cel. Z tego wzglegdu wyréznia sig 3 rodzaje testéw:

- bazowe testy wspérdziatania

- testy zgodnodci

- testy rozstrzygajgce.

Bazowe testy wspbrdziatania sg podstawg do wykrycia podstawowej
niezgodnosci oraz wstgpneJ oceny zgodnodci przed podjeciem bardziej
kosztownych etapéw testowania.

Testy zgodnosci sg narzedziami do praktycznego sprawdzenia, czy im-
plementacja spexnia peiny zakres wymagail okredlonych w standardzie.Jest
oczywiste, 2e testowanie takie nie moze byé kompletne ze wzgledu na nie-
ograniczong liczbe zdarzer, parametréw i zaleznosci czasowych. Pomyslne
przejsdcie testowania zgodnodci jest podstawg do sprzedasy i nabywania
produktu, o ktérym stwierdza sig, Ze jest zgodny ze standardem,

Testy rozstrzygajgce dostarczajg odpowiedzi diagnostyczmej i roz-
strzygaja, czy rozwazana implementacja speinia pewne szczegdérowe wymage-
nia (dotyczg one bardzo wgskiego fragmentu implementacji). Sg one réw-
niez przydatne na etaplie testowania niektérych elementéw implementacji,
zaleznej od system, z ktérym ona wspéipracuje.

W dalszeJ czedci pracy przedmiotem rozwazad sg testy.zgodnodci,po-
niewaz majg podlegaé one standaryzacji,
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2.1, Metodologia testowanis

Testowanie implementacji protokoiu wyrasone w jezyku stosowanym do
opisu norm protokoxdéw i uszug to testowanie stacji realizujgcej proto- .
k6x warstwy N (w skrécie N-stacji). Testowanie to mozna prowadzié wysy-
rajgc/odbierajac do/z tej stacji prymitywy usiug (ang., Abstract Service
Primitive - ASP) z warstw (N+1) i (N-1), przy czym zakada sig, Ze wars-
twy (N-1), (N-2), itd, stanowia implementacje wzorcowg. Ze wzgledu na
. 8poséb 1 miejsce wysytenia prymitywéw do N-stacjl, wyréinia sie 3 meto-
dy testowania: lokalne, zdalne, rozprosgone.,

W testowaniu lokalnym [13], [14] system testujgcy jest umieszczony
w tym samym drodowisku programowym co IUT i steruje oraz obserwuje za-
chowanie sig¢ N-stacji wysytajgqc lokalne (N-1)-ASP i (N+1)=-ASP,

Metoda druga [6], [13] dopuszcza mozliwos$é wyigcznie zdalnego stero-
_wania N-stacjgq przez zdalne wysyanie prymitywéw (N-1). Obserwacja za-
chowania sprowadza sig¢ do analizy uzyskanych gwrotnie (zdalnych) (N-1)-
+ =ASP,

Testowanie rozproszone stanowl pewne poxgczenie obu metod. System
testujgoy skiada sig z dwu elementdw, tzw, testera aktywnego (ang. act-
ive tester lower tester lub test driver) oraz respondera testu (ang.
test responder lub upper tester). Tester aktywny (nazywany dalej réw-
nieZ testerem) steruje i obserwuje zachowanie N-stacji przez wysyzanie/
/odbiér zdalnych (N=-1)-ASP, Natomiast responder testu (nazywany réwniez
dalej responderem) jest umieszczony w tym samym érodowisku co IUT i ste-
ruje N-stacjq przez lokalne (N+1)-ASP, Istotny problem, jaki powstaje
‘przy temetodzie testowamia, to. koordynacja pracy obu elementéw, Trudnodé
te rozwigzuje sig¢ przez definiowanie specjalnych protokotéw (ang. Test
Driver - Responder Protocol-TDRP), ktére situzg uzyskaniu synchronizacji
pracy obu elementéw, )

Istniejg tez mutacje wymienionych metod. MoZliwe Jest bowiem testo-
wanie pojedynczej N-warstwy (ang. single layer) lub (N+a) warstw (ang,
multi layer) czy tes N-warstwy zanurzonej we wszystkich pozostatych war-
stwach (ang. embedded layer) [13]. \

Najpeniejszg metodg testowania jest metoda testowa.nia rozproszone-
go [1],[10], [11], [14], W ktérej sterowanie IUT jest realizowane przez
wykorzystywanie uszug (N-1) warstwy. Pozwala to na wbudowanie w test
brednych sekwencji ustug i jednostek protokotu (ang. Protocol Data Unit-
-PDU), jak réwniez kodowanie btednych PDU (ostatnie dwie mozliwoéci sg
realne przy budowie Testera jako kodera/dekodera PDU),
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2,2, Struktury testéw szgodnosci

Testy zgodnodci madg strukture hierarchiczng [4]-[6]. Komplet tes-
téw zgodnosci (ang, conformance test suit), stuzacy do testowania obliza-
toryjnych i opcjonalnych parametréw protokoxéw w ich pexnym zakresie
wartodci, sktada sie z grup testéw (ang. test group). Mozna np. wyrdz-
nié nastepujace, przykradowe grupy testéw poziomu transportowegos

- testy transmisji danych w jednym potgczeniu transportowym

- testy réwnoczesnych transmisji danych w wielu pozaczeniach trans-
portowych

- testy stymulowanych sytuacji nie przewidzianych protokozem

- testy kolizji. ' '

Katda grupa testéw sktada si¢ z podgrup testéw (ang. test subgroup)
w wersjach inicjowanych przez Tester lub Responder. Podgrupy testéw situ-
38 do szczegélowegé testowania ustalonych grup parametréw réznych faz
protokotéw i muszgq byé wykonywane w okreslonej sekwencji. Kolejnosé ich
wykonywania okresla struktura drzewiasta. Na przykted grupa testéw pros-
tych poXaczed transportowych moze zawieraé nastepujace podgrupy:

- bazowe testy nawigzywania pozgczenia inicjowane przez tester
(TBT) ' ; '
- bazowe testy nawigzywania porgczenia inicjowane przez responder
(TER)
testy jako$ci ustug inicjowane przez Tester (TJUT)
testy jakodci ustug inicjowane przez Responder (TJUR)
testy transferu danych (TTD) ‘

- testy odrzucania potgczer inicjowane przez Tester (TOPT)
- testy odrzucania potgczef inicjowane przez Responder (TOFR),
Strukture drzewa testéw dla tej podgrupy testéw pokazano na rys.1.

I S
TJUf molm/ TER
D . TIUR 10

Rys. 1. Struktura grupy testéw transmisji danych )
Fig. 1. The structure of the data transmission tests group

Elementem skYadowym podgrupy testéw jest tzw, test abstrakcyjny,
zwany tez szkieletem testu. SkXada sig¢ on z mozliwych sekwencji zdarzeh
zachodzgcych podczas dziatania fazy protokotu, ktdrej szczegbrowe bada=
nie jest celem podgrupy. Test abstrakcyjny ma strukturg sieciowg, bedg-
cg uogélnieniem struktury drzewiastej w tym sensie, ze niektdére fragmen-
ty drzewa mogg sig¢ powtarzad. Szkielet testu nie zawiera wartosci para=
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metréw podanych podczas specyfikacjli testu. Jedna dcieska takie] struk-
tury nazywa sig abstrakcyjnym egzemplarzem testu (ang. sbstract test
case), Innymi stowy, podgrupa testéw sktada si¢ z abstrakcyjnych egzem-
plarzy testéw, bedgcych Sciezkami w strukturze sieciowej kazdego testu
podgrupy. Uzupetnienie abstrakecyjnego -egzemplarza testu wartodciami pa-
rametréw przeksztaica go W rzeczywisty egzemplarz testu (ang., execut-
able test case), nazywany te2 scenariuszem testu. Kazdemu abstrakcyjnew
mu egzemplarzowi testu odpowiada wiele testéw rzeczywistych pokrywaja-
cych ustalone zskresy wartodci parametréw testu,

Test rzeczywisty jest opisany za pomocg sekwencji zdarzef inicjowe-
nych przez obiekt testujgcy lub spodziewanych od obiektu testowanego.Do
badania poziomu transportowego zdarzeniami w tesdcie dokonywanym przesz
tester sgq sekwencje ustug protokoru sieciowego, ktérych parametrsmi sg
Jjednostki danych protokoru transportowego. Sekwencja zdarzed powtarzajg-
cych sig w wielu testach rzeczywistych, nazywana krokiem testu, moze
byé wydzielona w postaci odrgbnej sScieiki opatrzonej nezwa, na ktdérg mo-
%na powozywaé sig w tych testach bez potrzeby ponownego specyfikowania
Jjed tredei.

2,3, Metody opisu testéw

Najbardziej dopracowang w tej chwili 1 zalecang przez ISO metodg
specyfikacji testu zgodnosci jest tzw., kombinowana technika tablicowo-
-drzewowa (ang. Tree and Tabular Combined Notation - TTCN). Technika ta
jest standaryzowana [T].

Opis testu wedtug TTCN sklada sig¢ z 3 czescis

- sekcji deklaracji opisujgqce] elementarne zdarzenia i ich parame-
try wykorzystywane w tredci testu

- sekcji ograniczel zawierajacej zestawy wartodci parametréw wyko-
rzystywanych w sekcjach deklaracji i cze¢dci dynamiczne]

- sekcjl czedci dynamicznej zawierajgcej wtesdciwy opis zachowania
sig¢ testera w postacl prymitywéw usiug generowanych lub odbieranych:
czedé dynamiczna ma takze przypisany tekstowy, nieformalny opis celu
testu i wymagafd synchronizacyjnych.

Prymitywy uszug i jednostki denych protokozu wykorzystywane w opi-
sie zdarzenia testu sa zdefiniowane osobno przez zestaw danych obejmuja-
cys identyfikator, postaé testowg (PDU 1 ASP) i sposéb kodowania, pex-
ny komentarz objasniajgcy wykorzystywanie, wykasz parametréw, ich specy-
fikacje i zestaw wartosci. Dodatkowo dla PDU naleiy okreélié ich format.

W sekcji ograniczef podaje sie listy parametréw poszczegdlnych ASP
i1 PDU dla testéw rzeczywistych, Listy te tworzy si¢ przez kombinacje
mozliwych wartodci wszystkich obowigzujacych dla danego poziomu testowa-
nia parametréw, bedgcych atrybutami ASP lub PDU, ktére powinny byé obje-
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te testowaniem (ale nie dla wszystkich mo2liwych wartosei tych parame-
. tréwt). Na przykiad dla perametrdéw wielowartosciowych testowaniem powin-
ny byé objete wartodci ekstremalne i jedna warto$é poérednia,
W sekcji czebci dynamicznej postaé zdarzenia moze przyjgé format:

{nazwa <{identyfikator <{identyfikator , Cetykieta> <odsyzacz
krokw inicjatora> usugi> - _ do PDU i ASP>

nps st N_CON_RQ CONNECT

Zastagpienie nazwy ustugi nazwg kroku prefiksowang przez + oznacza
miejsce wkaczenia podanego Kroku testu, za$ doxgczenie znaku —— 2z ety-
kietg w obrgbie testu pozwala wskazywaé miejsce kontynuacji testu, Cy-
kliczne n-krotne powtarzanie zdarzenia zaznaczane Jest jeko wykadnik
potegi n’ po nazwie zdarzenia, natomiest powtarzany fragment testu
Jest umieszozany w nawiasach '() ', przy czym po newiasie zamykajgcym po-
daje sig liczbe powtérzefd, Parametry wykorzystywane w zapisie zdarzenia
83 oznaczane ideatyfikatoreami,.

~ Przewiduje sig takze mozliwosé wykorzystywania w jezyku [_4]:

- tzw, pseudozdarzef, np, WAIT do obszugi probleméw zwigzanych
z zapisem w teks$cie uptywu czasu

- wyrazehl siuzgcyoch do ustalania wartoéci parametréw

- przekazywanis listy perametréw aktualnych podczas wyworywania

poddrzewa,
Ze wzgledu na prostote jezyka opisu testu wykorzystywanego w TTCN,

Jego implementacja jest stosunkowo tatwa., Wykorzystanie do opisu testéw
Jednej z technik formalnych stosowanych do specyfikacji usiug i protoko-
26w sieciowych, tj. LOTOS czy BESTELLE {2],([3], wymagatoby znacznie wig-
kszych nak¥adéw pracy w ich implementacji,

3. KONCEPCJA TESTOWANIA ZGODNOSCI W SIECI KASK

3.1 Konfiguracja systemu testowania zgodnodci

Przyjeto, Ze testowanie zgodnosci w sieci KASK bgdzie prowadzone
w systemie rozproszonym., Testowanie to bedzie realizowane dla warstiwy 4

, Protoks

TDRP I

[Fester}— Terstwa

transportowa

! L 1.

Warstwa sieciowa

-Rys. 2, Konfiguracja systemu testowania zgodnodci sieci KASK
Pige. 2, Configuration of conformance testing system for KASK network



45

(transportowej), jakkolwiek zakada sig, %Ze w przyszlodci zostanie roz-
szerzone o moiliwosé testowania werstw wyiszych. Prowesdzenie tego testo-
wania zaklada, Ze warstwa sieciowa i niZsze zaréwno w systemie testera,
Jak i w systemie komputerowym warstwy testowanej, stanowiq implementecje
WZ0rcowq. -

Schemat projektowanego systemu przedstawiono ne rys, 2.

TESTER umieszczony w Srodowisku programowym mikrohosta [9] i reali-
zowany ne mikrokomputerze typu IBM PC/AT bedzie implementowany jeko ko=
der/dekoder jednostek protokotu transportowego (taki tryb pracv wediug
pracy [11] pozwala na prowedzenie najbardzie] wszechstronnego testowa-
nia). _

Responder umieszczony na poziomie warstwy sesji, bedzie waspdéipraco-
wax z testowana warstwg transportowg odpowiedniego komputera (RIAD,
ODRA, IBM, PC) wysytajgc/odbieresigc prymitywy usiug transportowych Res-
. ponder bedzie implementowany jako sutomat skofczony, ktérego tabele
przejéé i wyjsé sg definiowane zgodnie z wymaganiami prowadzonych tes-
téw,

. Synchronizacja obu testeréw zostanie zapewniona przez przyjecie
prostego protokozu TDRP. Protokdéx tem zawiera dwie podstawowe grupy ko-
mends

- ustawiania kontekstu (stanu) poczgtkowego Respondera

- odczytywania wartodci parametréw/danych, informujgcych o aktual-
nym stanie Respondera. '

Komendy wysylane przez Tester wymuszajq okreslone dziatenia w Res-
ponderze, umozliwiajac w ten sposdéb sterowanie i synchroniczng prace
obu elementéw,

W dalszej czedci pracy rozwaza sie wyacznie realizacje Testera ja-
ko podstawowego komponentu systemu testowania., O Responderze zakada
sie, ze zostanie zrealizowany jako program 2atwo przenodny na systemy
komputerowe, ktére dziakajgq w sieci KASK, W zwigzku z tym neleiy w nim
wyréznié dwie czedci:

- pierwsza, niezalezna od systemu, stanowigca jgdro Respondera

- druga, zapewniajgca styk do dowolnej realizacji warstwy transpor- .
towej. :

Czeéé pierwszg mozna zrealizowaé jednokrotnie w dowolnym jezyku wy-
sokiego rzedu, natomiast drugs musi byé wymieniane przy kazdej zmianie
gystemu komputerowego, jest bowiem od niego zaleina.

3,2, Architektura programowa Testera

Zbudowanie testera uniwersalnego w zekresie mozliwosci badania rdéz-
nych warstw protokoiéw oraz definiowania przez uzytkowniks wiesnych tes-
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téw wymaga przyjecia odpowiedniego rozwizzenia programowego (programy
sterowane danymi).

W zwigzku z tym przyjmuije sig, Zes.

- istnieje biblioteka testéw, ktdéra mozna modyfikowaé

- struktury jednostek danych protokoidéw i usiug oraz wartosci ich
parameiréw bgda przechowywane w oddzielnych bibliotekach

- jest wyspecyfikowany precyzyjnie s:yk z warsiwy sieciowe]

- istnieje jezyk opisu testu i jego interpreter, ktéry pozwala
wprowadzié do biblioteki testéw nowo sformutowany test.

Przy tych zatoZeniach struktur¢ oprogramowania przedstawiono na
rys. 3. W strukturze tej wyrdzniono 4 jednostki funkcjonalnes

= Interpreter Komend

- Redaktor Testu

- Kontroler Testu

- Analizator Uszug Sieciowych

Interpreter Komend}<

Redaktor : Zbiér monitorowanis
Testu : l I | testowania

} Kontroler Testu
Biblioteka i T [ Biblioteka Jjednostek
Testéw protokotéw i uszug

A

Analizator Usiug
Sieciowych

Rys. 3. Struktura funkcjonalna testera
?ig. 3. TESTRR functional structure

Interpreter Komend peXni funkeje styku uzytkownik-system. Komendy,
ktére wprowadza uzytkownik, umozliwiajgs

- wprowadzenia wartosci istotnych parametréw konfiguracji testowa-
nej (np. adresu punktu dostepu do ustug transportowych, sesyjnych)

- wybér kategorii testu (bazowy, zgodnosei, rozstrzygajacy)

- wyb&r egzemplarza testu lub podgrupy testéw

- definicje testu niestandardowego (jest udostepnieny prosty edy-
tor i analizator sktadni)

- wyprowadzenie 1 edycje uzyskanych wynikéw,

Redaktor Testu wykonuje funkcje wprowadzanis, przechbwywania iu-
dostepniania testéw do/z biblioteki testéw, Dwie pierwsze funkcje sg wy-
konywane w trybie off-line, tzn, przed uruchomieniem testowania, nato-
miast trzecia Jest realizowana w trakcie testowania i dlatego istotny
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jest sposéd organi-acji i dostepu do elementéw biblioteki, Zakieda sig,
te W bibliotece bgdzie zapewniony bezpoéredni dostep do grupy i podgru-
py testéw. Natomiast pojedynczy test bgdzie generowany jako écieska wy=-
branej podgrupy. Wygenerowany egzemplarz testu abstrakecyjnego zostanie
wypeiniony tredcig wynikajgca 2z aktualnie znanyeh i/lub ustalonych war-
todci parametrdw testu (podanych przez uzytkownika oraz przechowywanych
w zbiorze parametrdéw konfiguracji). Redaktor testu generuje réwniei ze-
staw list wartosci paremetréw, ktére w wybranym tescie sg przedmiotem
sprawdzenia. Uzyskany w ten sposéb test rzeezywisty jest przekazywany
do interpretacji Kontrolerowi Testu, Obecnie zaklada sig¢, Ze test prze-
kazany przez Redaktora Testu bedzie zapisany w jezyku zblizonym do no=-
tacji TTCN 4 .

Kontroler Testu interpretuje test przekazany przez Redaktora Testu
wraz z parametremi., Interpretacj¢ stanowig nastepujgce kroki:
generacja jednostki protokoxu transportowego do wyszania

- przekazanie utworzonej PDU oraz zgdania generacji odpowiedniej
‘ustugi sieciowej do Analizatora Ustug Sieciowych

- odbiér danych od Analizatora Ustug Sieciowych (PDU usiugi)

- rejestrowesnie wysyanych/odbieranych jednostek protokozu do zbio-
ru monitorowania testowania

- sprawdzanie rodzaju i wartodci odebranych danych z danymi oczeki-
wanymi

- gygnalizacja kofca interpretacji testu z podeniem przyczyny do
Redaktora Testu. )

Kontroler Testu jest asemantyczny.Wszelkie dare sterujgce jego pra-
cg powinny byé zawarte w opisie testu,

Analizator ustug sieciowych realizuje "uogélniony® styk do komuni-
kacji Kontrolera Testu z potencjalnie réinymi reslizacjami warstwy sie-
ciowej. Jego funkcjg jest kodowan.e i dekodowanie jednostek ustug sie-
ciowych, ktére sa przekazywane do/z Kontrolera Testu,

W celu zapewnienia przenosdnosci oprogramowania Testera, jak réw-
nie mozliwosci wsplipracy ze frodowiskiem mikrohosta, zakiaeda sie, Ze
zostanie ono napisane w jezyku C., Opisane komponenty systemu Testera
zostang zaimplementowane jako procesy w tym Srodowisku.

3.3, Rozwigzanie sprzetowe Testera

Przedstawiony system -testowania zgodnosci bgdzie implementowany na
mikrokomputerze kompatybilnym z IBM PC/AT. Jednalr mozliwosé testowania
protokoxéw sieciowych (pracujgcych w trybie synchronicznym, dupleksowym
ludb pétdupleksowrm) jest reslna wytgcznie po wyposazeniu tego komputera
w specjalizowany pakiet. Zaprojektowany pakiet, opisany w pracy [2],
jest zgodny pod wzglgdem programowym i sprzetowym z pakietem IBM SDLC
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Adapter oraz elektrycznie i mechanicznie z modelem EC8073 (styk
V.24/RS 232C). Analogicznie jek w pakiecie oryginalnym jako sterownik
transmisji zostar wykorzystany uktad seril Intel 8073, Zaprojektowany
pekiet zapewnia mozliwo&é pracy z programowo wybierang predkoscig z za-
kresu 110-9600 Bd,

Zeproponowans W pracy koncepcja systemu testowania zgodnodeci dla
sieci KASK speinia wymienione we wstgpie zarozenia, System ten jest pro-
jektowany na tyle elastycznie, by oprécz swej podstawowej funkecji testo-
wania zgodnosdci, umozliwié réwniez testowanie urzadzed sieciowych na e-
tapie ich uruchamiania, jak i pdéZniej w trakcle eksploatacji. Wydaje
sie, %e jest on réwniez uniwersalny w tym sensie, Ze modyfikacje pole=-
gajace na zmianie biblioteki testéw, biblioteki definicji PDU, uszug i
Respondera oraz definiowaniu nowego protokozu TDRP, pozwola na prowadze-
nie testowania innej warstwy nig warstwa transportowa.

~ System ma szanse szerokiego rozpowszechnienia pod warunkiem zapew-
nienia dgstepnoéci gpecjalizowanego pakietu sterowania transmisjg.
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SYSTEM OF PROTOCOL IMPLEMENTATION CONFORMANCE TESTING IN KASK NETWORK

In the paper the proposal of solution of the system for conformance
of the transport layer implementation for KASK network is presented.

At first, the basic notations of the conformance testing, testing
methodology, test structures and their formal specifications are de-
scribed, In the remaining part of the paper the configuration, software
and hardware conceptions of the solution are presented, It is proposed
to implement this conformance system as distributed onme, the Test Driv-
er (Lower Tester, Active Tester) of which is placed in the microcomput-
er IBM PC/AT compatible. To operate properly in tﬁis system this comput-
er should be equipped with the IBM SDLC Adapter-like card. The software
of the Test Driver is designed to operate in the scenario interpreter
mode, The Test Responder (the second part of this system) will be plac-
ed in ell the computer systems, which exist in KASK network i.e, RIAD,
ODRA, It is suggested to realize it as finite automaton the transition
table of which is defined according to protocol state tramnsition table.
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C/CTEMA TECTMPOBAHMST COOTBETCTBEHHOCTH UMILIEMEHTALIAY
[TIPOTOKOJIOB CETH EKASK

B paGoTe mOpelcTaB/ieHa KOHUENHUA CHCTEMH TECTHUDOBaHHUS COOTBETCTBEH-
HOCTY MMILIEMEHTAIMM IIPpOTOKOJA € ero craHjapioM. Iid 3aToi cucTemH npeny-
CvaTpUBaEeTCA Has3HaYeHMe A4 TeCTHPOBAHMA TDPAHCMOPTHOI'0 NPOTOKOJA.

B padoTe oxapakTepu30BaHO TUIH TECTOB COOTBETCTBEHHOCTH, CUCTEMH
TECTHPCBEHEA, CTDYKTYPY TECTOB X ee dJEMEeHTH, a TaKke XapaKTepusyeTcs
KOMGMHMPOEBAHHY® TaGIMYHO XepeBOOOpasHH}t MeToJ HOMMHALMM TECTOB.

[lpennaraemas KOHQUTypallud CHCTEMH TeCTHDPOBAHUSA COOTBETCTBMA IJIA Ce-
T KASK 3TO cucTema Gasupywuasd Ha MeTolde pacCpelnoTOYEHHOr'O TECTHPOBaHUA,
KoTOopas COCTOMT U3 IBYyX decreit: akTUBHOTO TecTepa, NefCTBYWIEro Kax MH-
TepnpeTaTop CleHapheB M TecTepa DeclOxfiepa, KOTOpPHit me#icTByeT Kak KoHed-
HH aBTOMAT. .

B nansneftweft yacTu paGoTH NpemcTaBIASTCA CTPYKTypa 8KTUBHOI'O TeC-
Tepa ¥ OXapaKTepn30BaHH 8yuxnnu ero momyneit. IIpennoxeHa gg U3alma CHCe
TeMH OCHOBAHHOJ HA MMKDOKOMIBDTEPE KOMIATHOWIBHOM c IBM ?XT ¥ OXapak-
TEepM30BaHH rapliBepHHE DemeHMs HeOOXOFUMHE IJIA peanu3alyd 3TOR CHCTeMH.

Praca wpiyneta do Redakeji w marcu 1988 r.
w ostatecznej formie w lipou 1989 r.
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PROJEKTOWANIE SIECI LAN
NA PRZYKLADZIE CENTRUM OBLICZENIOWEGO

Przedstawiono problemy zwigzaene z projektowaniem lokalnej sie-
¢i komputerowed (LAN) w oérodku. Rozrézniono dwie sytuacje: gdy o-
drodek nie dysponuje Zadnym sprz¢tem komputerowym oraz, gdy juz te-
ki posiada. Etapy projektowania zilustrowano na przykzadzie Cen-
trum Obliczeniowego.

1., WSTEP

Projektowanie konfiguracji jakodciowej i ilodciowej lokalne] sieci
komputerowej zalesy od specyfiki osrodka, w ktérym dana sieé ma praco-
waé. Prawidtowe usytuowanie stacji sieciowych ma wpiyw na efektywnosé
pracy sieci rozumiang przede wszystkim jako ekonomiczne wykorzystanie
zasobéw, a takze szybkosé przesylania komunikatéw 1 zbioréw oraz nieza-
wodno$é tego przesyxania [6], -

Zadanie projektowania sieci LAN moze byé postawione w dwéch rés-
nych sytuacjach wyjsciowych istniejgcych w osrodku, Pierwsza to sytua-
cja, gdy przedsigbiorstwo nie dysponuje Zadnym mikrokomputerem i zaku-
piona konfiguracja IAN, wynikajgca z potrzeb osrodka, ma byé tu jedynwmm
Zrédtem usrug informetycznych, W takim przypadku punktem wyjsciowym pro-
jektowania jest enaliza stanowisk pracy osrodka pod kgtem mozliwodol
(i potrzeby) ich komputeryzacji, z czego wynikaé bedzie m, in, fiszyczne

X Centrum Obliczeniowe Politechniki Wroctawskiej, Wybrzsze Wys-
plafiskiego 27, 50=370 Wroczaw, ;
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rogmieszczenie stacji LAN, ich liczba i zasodby., Czgsciej Jednak zacho-
dzi sytuacja, ze sieé LAN jest tworzoma na istniejgcej bazie sprzgtowej
i programowej przez uzupeinienie o elementy sieciowe., W tym drugim przy-
padku punktem wyjsciowym do projektowania siecl jest stan faktyczny o-
érodka, ktéry musi byé poddany wnikliwej analizie pod katem potrzed
uzytkownikéw, z uwzglednieniem ich topologii, a efektem powinien byé op-
tymalny rozdziat zasobéw w poszczegdlnych stacjach.

Projektowanie sieci, majgcej byé pierwszym efektem komriteryzacji
oérodka, daje liczne mozliwpdci podejmowenia decyzji zakupu sprzgtu i
oprogramowenia oraz pozwala na zastosowanie odpowiednioch kryteriéw opty-
malizecyjnych w stosunku do lokalizacji poszczegédlnych stacji i roz-
mieszczenia w nich zasobéw, W tym przypadku nalezy jednak liczyé sie
z mozliwg niedoskonaXofcig projektu, wynikajgca z braku doswiasdczenia
przysztych uzytkownikéw w specyfikacji potrzed srodowiska informatyczne-
0.

Inaczej problem wyglgda w zdeterminowanym Srodowisku informatycz-
nym, gdzie usytkownicy znajgq swoje potrzeby i sg w stanie przewidzied
kierunek ich wzrostu., W tym przypadku realizacja projekiu moze byé ob-
cigzona narzuconym JjuZ rozmieszczeniem stacji LAN 1 zwigzanymi z tym
ewentualnymi opéZnienismi na liniach,

‘W dalszej czeSci artykutu zostanie przedstawiony proces projektowa
nia sieci LAN w sytuacji, gdy osrodek dyspomuje juz okredlonym sprzetem
informatycznym,

1. ETAPY PROJEKTOWANIA LAN W OSRODKU

Zasadniczym celem gczenia mikrokomputeréw w sieci lokalne jest
zwigkszenie mocy obliczeniowej istniejgcych stanowisk oraz ekonomiczne
wykorzystanie zasobdw (istniejgcych oraz planowanych)., Stad proces pro-
Jjektowania musi opieraé sig na stanie faktycznym odrodka w sensie posia-
danych zasobéw informatycznych [4]. W procesie tym wyréznié mozna naste-
pujace etapy:

= wyodrgbnienie grup usytkownikéw i inwentaryzacja zwigzanych z ni-
mi zasobéw

- zestawienie potrzeb wyodrebnionych grup uzytkownikéw

- sporzgdzenie modelu uzytkownika sieci

- dostosowanie i wybér usiug sieciowych

- rozmieszczenie stacji i planowanie wyposazenia sieciowego stacji.

Wyodrebnienie grup usytkownikéw ma na celu analize aktualnego sta-
nu wykorzystania mikrokomputeréw w pracach prowadzonych w odrodku, Wyni-
kiem pierwszego etapu projektowanis powinna byé lista grup uzytkownikéw
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wraz % posiadanymi aktualnymi konfiguracjami sprze¢towymi orez sprecyzo-
wanymi zadaniami realizowanymi w kazdym 2z nich, Naleiy na tym etapie u=-
wzglgdnié odrodki istniejgce orez planowane,

Celen drugiego kroku projektowania jest zestawienie potrzeb okred-
lonego w pierwszym etapie usytkownika grupowego pod katem ilodei i ja-
kosci zasobéw. Potrzeby te wynikaja z charakteru zadah realizowanych
przez grup¢, liczby potencjalnych usytkownikéw w grupie oraz planowane-
go rozwoju prac [3]. Oérodki wyodrgbnione w pierwszym kroku zostajsg
zréznicowane ze wzgledu na zasoby. W wyniku tego etapu projektowania po-
szczegdélnym osdrodkom zostajg przypisane wagl odzwierciedlajgce wielkosé
posiadanych (i planowanych) zasobéw, '

Modelem usytkowania sieci Jjest graf skierowany, ktérego weziy obrae-
zujqa wyodrgbnione grupy uszytkownikéw, a 2uki przeptyw informaoji, tzn.
rgczg uzytkownikéw poszczegbélnych zasobéw., Jednoczeénie nalesy okredlié
. tu sposéb komunikacji pomiedzy uzytkownikami (komunikacja terminal-ter~
minal, terminal-pami¢é masowa, czy inne), Jest to podstawa do realiza-
'cji nastepnego kroku, jakim jest okresdlenie typu usiug realizowanych
. przez sieé [1],72]) oraz implementacja ich w odpowiednich punktach sieci.
Przyktadowo, poczta elektroniczna jest usiugg, ktéra wykorzystuje komu-
nikacje terminal-terminal, a transfer zbioréw komunikacje¢ terminal-pa-~
mig¢é zbioréw,

Nastepny etap, ne podstawie wartosdci wag przypisanych w drugim kro-
ki projektowania, weryfikuje ektualne rozmieszczenie mikrokomputeréw
w réznych punktach sieci pod katem wzbogacenis stanowisk o dodatkowe za-
soby oraz konieczne wyposasenie sieciowe dla kazdej stacji LAN, Nalezy
tu uwzglednié ewentualne zwigkszenie liczby stacji.

Przykradem zastosowania przedstawione] procedury projektowania sie-
¢i IAN jest projekt lokalnej siecl komputerowej w Centrum Obliczeniowym
Politechniki Wrocxawskiej.

3. SIEC LAN W CENTRUM OBLICZENIOWYM (CO)

Istotnym celem wprowadzenia sieci LAN do Centrum Obliczeniowego
jest zwiekszenie mocy obliczeniowej mikrokomputeréw IBM PC, rozmieszczo-
nych w réinych budynkach i na réinych pigtrach w obrgbie budynku, Sieé
lokalna w CO ma suzyé dydaktyce, pracom badawczym oraz edministracji.

W CO wyodrebniono pigeé grup uzytkownikéws

~ laboratorium dydaktyczne (w1)

- laboratorium badawcze (w2)

- pracownicy naukowo-dydaktyczni (w3)

- administracja 1 (sekretariat) (w4)

- administracja 2 (ksiegowosé, zaopatrzenie) (w5).
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Podzialr ten wynika zardéwno z charakteru prac prowadzonych przez po-
szczegdlne grupy, jak 1 z ich geograficznego rozmieszczenia, Nadanie
wag poszczegdlnym grupom uzytkownikéw wynike z ilosci juz posiadanych
zasobéw oraz planéw rozwoju.

Dla poszczegdélnych grup uzytkownikéw podano w tabeli ilosciowe ze=
stawienie obecnie posiadanych sprze¢towych zasobéw informatycznych oraz
oszacowanych potrzeb w tym zakresie, W kolumnie mk podaeno liczbe stan=-
dardowych zestawéw sktadajgcych sig z mikrokomputera IBM PC/XT lub
IBY PC/AT z pamigeigq RAM 640 kB, z dwoms stacjami dyskéw elastycznych
kazda po 360 kB, monitorem monochromatycznym wspépracujacym z kartg ty-
pu Herkules i drukarksa mozaikowg. W kolumnie PO okreslono dodatkowe za-
soby pamigci operacyjnej}, a w kolumnie UZ dodatkowe gzasoby takie, jek
pamigé na dysku twardym, specjalne typy drukarek i monitoréw, streamery,
plottery itp. wyposazenie milkrokomputerdéw, ‘
' Tabela
Zestawienie posiadanych i planowanych zasobéw komputerowych

dla poszczegélnych grup usytkownikdéw :

. Grups Posiadane zasoby : rlanéwane zasoby

uzytkownikéw PO UZ | me PO Uz
w1 3 2 MB - 8 16 MB |4 monitory kolorowe
4 drukarki kolorowe

plotter

8 x 20 MB

w2 5 6 MB - 8 24 MB 8 x 40 MB

w3 3 4 MB - 5 20 MB |5 x 20 MB

'4 - - - 1 - 20 MB

w5 - - - 1 - 20 MB

Laboratorium dydaktyczne stanowi najwigkszy osrodek mikrokomputero-
wy 1 tam potrzebna jest najwieksza réinorodnodé zasobéw gze wzgledu na
rodzaj prowadzonych zajeé dydaktycznych, Po analizie aktualnego stanu
pozostatych uiytkownikéw ustalono nastepujgce wagl poszcezegélnych wez-
réw grafuy (w1)-5, (w2)-4, (w3)-3, (w4)-2, (w5)=1. Na podstawie tych da-
nych powstaz model uzytkowania sieci jek na rys. 1.

W grafie tym linig cigqglq przedstewiono komunikacje miedzy wezZami
z uwzglednieniem kierunku przepiywu informacji pomigdzy uzytkownikami,
np. u3 korzysta z zasob6éw stacji ui i u2, co pokazujgq strzatki., Linig
przerywans zaznaczono komunikacje pomiedzy rzadko komunikujgcymi sig
uzytkownikami,.

Sieé LAK, ze wzgledu na powszechne zastosowanie w CO, powinna mied
nastepujgce mozliwoédecis :

- dostepnosdé oprogramowania systemowego (systemy operacyjne, kompi-
latory, edytory itp.)
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Rys. 1. Model uzytkowania sieci
Fige. 1. Model of using of the network

- przechowywanie programéw i danych

- dostarczanie informacjl o zasobach sieci

- nadawanie i odbieranie komunikatéw terminalowych

- Swiadczenie ustug specjalnych, np, korzystanie z szybkiej drukar
ki, pamieci o duzej po;jemnoéci, urzgdzeni graficznych,

Ustugi te powinny byé dostepne z kaidego terminela. Uwzgledniajac
Jednak specyfikacje¢ pracy wyréznionych stacji moina zauwazyé dominacje
okreslonych pdtrzeb poszczegdélnych grup uiytkownikéw. Potrzeby te wyra-
Zajq si¢ w sposoble komunikacji miedzy stacjemi. I tak, enalizujgc graf
z rys., 1 pod kgtem wspdipracy uzytkownikdw, moina wyodrebnié 4 formy ko-
munikacji pomigdzy uzytkownikamis

a) terminal-terminal, realizowana w wigkszosdci jeko transmisja ty-
pu punkt=punkt, rzadziej w trybie rozgroszeniowym, wystgpujgca przede
wszystkim w kontaktach miedzy stacjami administracyjnymi a pozostatymi
{np. u5—u3, ué—u3, u4—-u2 itd),

b) terminal-pamieé masowa, umozliwiajaca nieautoryzowany dostep
2z terminsli do zbioréw systemowyeh, ustugowych (np, WORDSTAR) oraz ogdl-
nodostepnych baz danych; ta forma komunikacji bedzie stosowana zwiasz-
cza w kontaektach migdzy u3—ui, u3d —u2,

¢) terminal-pamieé o auteryzowanym dostgpie, uwidaczniajaca sig
w dwustronnych kontaktach administracyjnych u4 <-u5,

d) pamigé-pamigé, realizowana przede wszystkim pomigdzy usytkowni-
kami, dysponujgcymi duzymi pojemnodciami pamieci, co w rozpatrywanym
przypedku wystgpuje w komunikacjli miedzy uil---u2.
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Sprecyzowane f-rmy komunikacji pomigdzy uzytkownikami sugerujs za-
stosowanie w stacji LAN podstawowych usiug sieciowych takich, jak: trans-
fer zbioréw (FT), wirtualny terminal (VT) oraz poczta elektroniczna,

Rozmieszczenie stacji LAN w CO wraz z planowanym wyposazeniem sie-
ciowym, po uwzglednieniu wag przypisanych poszczegdélnym grupem uzytkow-
 nikéw, pokazano na rys, 2, gdzie réwnie:z uwidoczniono proponowany przy-
dzigx zasobéw do poszczegdlnych grup uzytkownikéw,

Niezaleinie od warunkéw, w jekich sieé jest projektowana, ostateoz-
na decyzja o jeJ instalacji musi byé poprzedzona rachunkiem ekonomicg=
nym.

Oszacowanie kosztéw wprowadzenie LAN do osrodka nie posiadajgcego
komputeréw jest dosé proste, poniewas jest to koszt zakupu i instala-
cji sieci, Opzacalnosé inwestycji wynikaé bedzie nie tylko z szybszego
" przetwarzania daenych, obiegu dokumentéw czy przesytania informacji w o-
_8rodku, ale takze z wygody i postepu technicznego.

Oszacowanie efektdéw ekonomicznych instalacji IAN w odrodku jus skompute-
ryzowanym jest trudniejsze, poniewaZz powinno byé wykonane poréwnawczo

w stosunku do stanu istniejgcego oraz powinno uwzgledniaé naktady na
komputeryzacje¢ w razie rozwoju pojedynczych stanowisk mikrokomputero-
wych w miejsce LAN, Niewgtpliwie niewymierng korzyscig z instalacji LAN
Jjest mozliwoéé przetwarzania lokalnych zadad w réznych jednostkach sys-
temu (5],

¥ przypadku instalacji sieci lokalnej w specjalistycznym odrodku
informatycznym, jakim jest Centrum Obliczeniowe, istotnym czynnikiem de-
cydujacym o zastosowaniu IAN jest profil dydaktycznr i badawczy osrodka.
Ksztatcenie studentéw wymaga, oprécz przekazywania im wiedzy teoretycz-
nej, wxasciwego zaplecza laborgtoryjnego, opartego na najnowszych roz-
wigzaniach. Prowadzenie zajeé z zakresu sieci komputerowych, bez mozli-
wobci poparcia ich éwiczeniami prantyczaymi, stanowi péxsrodek nie
spetniajgocy zaXozel nauczania,
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DESIGN OF LAN ON AN EXAMPLE OF COMPUTER CENTER

/
In the paper there are presented two approaches to designing of
LAN in an institution. The first one considers the design of LAN in
case when the institution does not own any computer equipment, and the
second, if the institution has had already some microcomputers., The de-

sign steps are ilustrated on example of Computer Center of Wroctaw Tech-
nical University.

[IPOEKT/POBAHME CETH ' IAN HA OCHOBE MPVMEPA BHWICJUTRIEHOT'O L{ZHTPA
BPOLUIABCKOT'0 NIOJMTEXHWYECKOTO MHCTUTYTA

t pagoTe npencTaBNeHH BOIPOCH IPOEKTMPOBAHUA JOKAJBHO! KOMIBDTEp-
#0¥ cer;m (LAN), PaccMOTpeHH IBA MCXONHHX NMOJOKSHNA:

~ WHCTHTYT He pacmojaraeT BHUNCJMTENBHON TeXHuKOI,

- ZHCTHTYT yXe OCHauleH Takol TexHUKoii.

SramH IPOEKTAPOBAHMA WLUIDCTPHPOBAHH MOJB3YACH NPUMEPOM BHTMCJIUTeNb-
Horo lleHTpa BpOLJIABCKOTO NONUTEXHHYECKOTO HHCTATYTA. '

Praca wpiyngia do Redakeji w marcu 1989 r.
w ostateczne) formie w lipcu 1989 r.
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ELEGANCJA CZY EFEKTYWNOSC
— CZYLI JAK PROJEKTOWAC OPROGRAMOWANIE SIECIOWE?

W artykule rozwaza sig podstawowe problemy projektowania oprogramo-
wania sieciowego opartego na modelu OSI/ISO: zasady dekompozycji
oprogramowania, styki mig¢dzywarstwowe, wspdtbieznosé realizacji
funkcji i wewngtrzng strukture warstw. Opisuje sig niektdre typowe
rozwigzaenia, wskazujac ich zalety i wady. Podaje sig wiele wskazd-
wek projektowych, prowadzgcych do rozwigzand racjonalnie godzgcych
wymagania %elegancji" programu i efektywnodci jego dzieXania,

1. WPROWADZENIE

Projektowanie programowania sieciowego jest problemem, przed ktd-
rym staje coraz wigcej programistéw, Rozwigzanie w znacznym stopniu za=-
lezy od umiejetnodci sensownego pogodzenia wielu sprzecznych nieraz wy-
megafi. Niejednokrotnie wybdér rozwigzania jest ograniczony architekturs .
komputera, istniejgcym systemem operacyjnym, jezykiem programowania,za=
leceniami wynikajgcymi z ogdélnej metodologii programowania, istniejgcy-
mi wzorcami, subiektywnymi ocenami projektanta i immni czynnikemi, Wy-
bér najeczedciej jest kompromisem miedzy kryteriami realizacyjnymi, taki-
mi jak poprawnos$é konstrukcji programu, zatwodé oddzielnego uruchamiae
nis i testowania poszczegdlnych modutéw, zatwosé konserwacji i rozwoju
itpe., & kryterium efektywnosei dziatania programu.

X  Centrum Obliczeniowe Politechniki Wroctawskiej, Wybrzeze Wys-
piafiskiego 27, 50-370 Wroczaw,
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Metodologlia programowania nakazuje dekomponowaé progrem na moduly,
a takze zapewnié mozliwie waskie styki mig¢dzymoduzowe i izolacje danych
lokelnych moduléw, tak by po opracowaniu specyfikacji moduiu mozna go
byto projektowaé, kodowaé i testowaé niezaleznie od pozostetych. Wzgle-
dy efektywnosci czgsto przemawiajg za innymi, niezbyt "eleganckimi" roz
wigzaniami, wolnymi od zbednych narzutéw i komplikacji. Pojawis si¢ py-
tanies elegancja czy efektywnosé, co wybraé?

Przez pojecie elegancja programu rozumie sig¢ tu te cechy oprogramo-
wania, ktére postuluje si¢ w ogdélnej metodologii programowania, jak np,
struktura modutowa, dobrze okreslone funkcje moduzéw, izolowanie danych
miedzy modutami, brak skutkéw ubocznych, konstrukcja kodu oparta na pro-
gramowaniu strukturalnym itp.

Program, spetniasjacy te postulaty, jest z metodologicznego punktu
widzenia poprawny, ale nie zawsze efektywny (w sensie szybkosci przetwa-/
rzenia i zajgtodoi pamigci). I na odwrét, program, ktéry nie spexnia
tych postulatéw, z metodologicznego punktu widzenia jest niepoprawny,
np. z powodu niepoprawnej konstrukcji, ale moze byé bardziej efektywny.

Dokonujqce wyboru rozwigzania, programists musi zdecydowaé sig na
kompromis miedzy metodologiczng poprewnodcig programu {elegancja) a je-
go efektywnosfclig. Oczywidcie kompromis ten musi byé rozwaZzany w ramach
zaXosenia, %e program zawsze speinie zaXozone funkcje usytkowe, tazn,
jest poprawny z uzytkowego punktu widzenia,

Artykux jest prdéba przedstawienia najwazniejszych probleméw, ktdére
muszgq byé rozstrzygnigte na etapie projektu i implementacji oprogramows-
nia sieciowego, opartego na warstwowym modelu OSI/ISO [1]. Przedstawia
sig¢ niektdére typowe rozwigzania, wskazujgc ich zalety i wady.

Rozwazania oparto na pewnym doswiadczeniu autora uzyskanym podczas
realizacji lub projektu oprogramowania komunikacyjnego dla sieci z ko=
mitacjg pakietéw - w ramach prac nad siecig MSK/KASK, Przedstawione
wnioski odnoszg sie jednak do pewnej klasy produkiéw programowych, budo-
wanych wediug ogdélnych zasad, modelu OSI/ISO, niezaleznie od typu kompu-
tera i stosowanego systemu operacyjnego.

2. DEKOMPOZYCJA OPROGRAMOWANIA

Oprogramowanie komunikacyjne (sieciowe) jest zazwyczaj produktem
programowym o znacznej objetosci i duzym stopniu ztozonosdci wewngtrznej.
Wymaga to udziaxu i wspéipracy wigkszej liczby programistdéw. Rutynowym
postepowaniem w takim przypadku Jjest dekompozycja programu na moduty
o dobrze zdefiniowanej funkecji 1 stosunkowo stabych powligzaniach wzajem-
nych, - :
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Wspéiczesne oprogremowanie komunikaoyjne w wigkszodei przybadkéw
oparte jest na modelu, w ktérym wyréinia sig strukture warstwowg., Model
referencyjny 0SI/ISO [1, 2, 4] jest uwatany za obowigzujgey standard,
Jakkolwiek istniejg inne modele, réwnies oparte na koncepcji warstw,

%2 tego powodu naturalng jednostks modularyzacji jest warstwa,

Ryse. 1. 0gélna struktura oprogramowania
sieciowego: OS - system operacyjny, B - , s
wewngtrzne Srodowisko programowe, A, P,
s, ?, N, DI, Ph - odpowiednio, warstwas
aplikac;ji, prezentacii, sesji, transpor- 0s E T
towa, sieciowa, liniowa i fizyczna

Fig. 1. General structure of network N
softwares 0S - operating system, B - :Ln-

ternal program environment, A, P oL
N, DL, Ph - application, presen%ation
" session, transport, network, data linﬁ Ph

and physical layer, respectively

W programie komunikacyjnym, zdekomponowanym na warstwy (rys. 1),
powstaje w ten sposéb kilka, wzglednie autonomicznych moduzéw, odpowia-
dajgcych poszezegélnym warstwom., Tak wyodrebnione moduzy sg nadal obiek-
tami dodé zxosonymi, zwiaszcza ze wzglgdu na sposéd inicjowania ioch
dziatania: uaktywnienie moduzu nastepuje pod wpiywem pojawienia sig ko~
munikatu (prymitywu) z sgsiednich warstw lub ingerencji modu2u zarzgdze-
nia warstwami; lud tez wskutek zdarzed generowanych w samej warstwie
(upzyw limitéw czasowych). Wszystkie tego rodzaju sytuacje podeje sig
w specyfikacji warstwy.

Dekompozycja moduzéw realizujgeych poszczegbélne warstwy nie jest
jus taka oczywista i zalezy m. in, od frodowiska programowego, oferowa-
nego przez system operacyjny (i ewentualnie wiaanego), przyjetej koncep-
oji komunikacji warstw, zasad wspéibieznej realizacji poszogzegélnych
funkcji programu itp. Zagadnienie to bedzie jeszcze omawiane w p, 5.

3, WSPOEBIRSNGSE

Funkcje oprogramowenia komunikacyjnego mmszg byé realizowane wspéz-
bieznie (Sciflej méwige, w srodowisku jednoprocesorowym, quasi-wspsx-
bieznie), Tg¢ wspbibieznodé moina osiggngé w réiny sposébs

a) przez opracowanie pojedynczego programu o dziataniun sekwencyj-
nym, w ktérym poszczegélne warstwy uaktywniane sq bezpodrednio w preyie-
tej kolejnoseci lub waskutek wzajemnych wywozadj
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b) przez wykorzystanie standardowych srodkéw organizujacych prace
wieloprogramowg (wielozadaniowg), oferowanych przez system operacyjny;

¢) przez zorganizowanie w- ramach programu sekwencyjnego wewngirz-
nej wspétbieznosci, opartej na pewnej koncepcji Srodowiska programowego,
zorientowanego na implementacje oprogramowania komunikacyjnego.

Rozwigzanie a Jjest pozornie proste, ale nie sprzyje modularne] bu-
dowie progremu, a takze utrudnia jego testowanie i modyfikacjg. Ze
wzgledu na zzozonosé programu trudne staje si¢ panowanie nad catoscig,
Zwtaszcza w wigkszym zespole programistiw,

Rozwigzanie b oferuje atrakcyjny sposdéb dekompozycji zgodnie z za-
sadgs kazda warstwa jest oddzielnym programem.Zaktada sig¢ przy tym, Ze
system operacyjny oferuje pewne udogodnienia dla komunikacji i synchro-
nizacji programdw,

Bezkrytyczne stosowanie takiego rozwigzania prowadzi na ogé:r do .
znacznego zmniejszenia efektywnosdci, wynikajacego z niedopuszczalnie du-
2ych narzutéw wprowadzonych przez system operacyjny. Autorowi znany
jest przypadek pewnego typu oprogramowania sieciowego, ktérego twércy
starali sig¢ oszacowaé Jego przepustowosé i - nie doceniajge wspomnia-
nych narzutéw - uzyskeli wynik przekraczajscy o rzad (sicl) wartodé u-
zyskang po bardziej wnikliwej analizie,

Pewng modyfikacjg tego typu rozwigzania jest wyodrebnienie grupy
warstw jako oddzielnego programu. Przykiadem moze tu by¢é program reali-
zujgcy dolne 4 warstwy modelu ISO, realizujgcy uszugi transportowe dla
kilku aplikacji, dziaxajgcych jako oddzielne programy w tym samym kompu
terze. Rozwigzanie tego typu byZo proponowane w pracy [5]. Problem de-
kompozycji wewnetrzne;} tego typu programu pozostaje przy tym nadal aktu-
alny.

Rozwigzanie ¢ pozwala pogodzié wymagania dekompozycji programu i
efektywnosdci jego dziaxania. Wyodrgbnienie wewnetrznego Srodowiska pro-
gramowego jest celowe z kilku powodéws

a) zapewnia udogodnienia programowe zwigzane ze specyfiks oprogra-
mowania kominikacyjnego i potrzebne we wzsystkich moduach programowych
{np, zarzgdzanie pamigcig dynamiczng-gospodarka buforami);

b) dostarcza zunifikowane mechanizmy umozliwiajace quasi-wspdibies~
na realizacje wielu akcji w réznych warstwach oprogramowania, a takze
standardowe Srodki komunikacji i synchronizacji tych akeji;

¢) stwarza szanse przenosnosci oprogramowania przez zlokalizowanie
bezpodrednich kontaktéw z systemem operacyjnym w moduach grodowiske;
dzieki temu przewazajgca czgéé programu nie zaleiy wprost od zastosowa=-
neg systemu operacyjnego, co W poxaczeniu z odpowiednim jezykiem progra-
mowania czyni jg przenodna na kazdy komputer, w ktérym bedzie zasimple-
mentowane identyczne srodowisko wewnetrzne,
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Wewngtrzne $rodowisko programowe powinno byé wystarczajaco uniwer-
selne i elastyczne, tak by dostarczalo programifcie istotnych udogod-
nied do organizacji wewngtrznej programu i sprzyjaXo poprawnej konstruk-
¢ji programu (utatwienie dekompozycji oprogramowania, modularyzacja,moz-
liwos¢ niezaleinego kodowania i testowania moduxéw), 2 drugiej strony
érodowisko to powinno byé stosunkowo proste i zatwe do opanowania przez
programistéw, a takie efektywne, tek by nie wprowadzato nadmiernych na-
rzutéw podczas dziaxania programu, Propozycjg wewngtrznego srodowiska
programowego mozna znelefé w pracy [5]. Jego rozwinigita i udoskonalong
wersje przyjeto péfniej w projekcie podobmego produktu programowego [6],
(7.

4, STYKT MIEDZYWARSTWOWE

FPunkcjonowanie oprogramowania komunikacyjnego jako carodci wigze
sie¢ z intensywng komunikacjg mig¢dzywarstwowg. Baerdzo czgsto jednostki
danych muszg byé odpowiednio przetworzone we wszystkich warstwach., Wyma-
. ga to sprawnych i efekiywnych mechanizméw komunikacji migdzywarstwowej.
Niewasciwe rozwigzanie w tym zakresie moze doprowadzié do nadmiernych
narzutéw w postaci zbgdnych operacji kopiowania, dodatkowych czynnosci
wynikajacych z przyjetych zasad komunikacji itp., Dodatkowa trudnoécig
jest koniecznosé pewnego kompromisu migdzy efektywnoscig komunikacji
& konsekwentnym przestrzeganiem zasad modularyzacji.

4.1, Ustugi warstwy i prymitywy

Podstawg do projektowania stykéw migdzywarstwowych jest definicja
ustug warstwy, okreélona w odpowiednich dokumentach standaryzacyjnych,
npe [2). Intencjg tych dokumentéw jeat okresdlenie ogélnyeh zasad wapdi-
pracy warstw w sposéb dostatecznie ogélny i Scisty, ale jednoczednie
tak, by nie ograniczaé mozliwodci jego implementacji. Takie podejécie
co prawda pozostawia projektantowi spory margines swobody, ale w wielu
kwestiach szczegéiowych nie daje konkretnych propozycji rozwigzafi.

Ustugi warstwy okreédla sig¢ w kategoriach tzw, prymitywéw., Prymityw
jest jednostkows, niepodzielnsa interakcjq migdzy sgqasiednimi warstwami,
ktérej na ogér towarzyszy przekazanie pewnych parametréw i danych., Pry-
mityw jest w zasadzie oddzistywaniem Jednokierunkowym: warstwa generujg-
ca prymityw kieruje go do warstwy sgsiedniej, przekazujgqc pewne dane
w tym samym kierunku, Ewentualna odpowiedf warstwy cdbierajqcej prymi-
tyw nie moze byé przekazana bezposrednio, ale musi pojawié sie w od=
dzielnym prymitywie, przekazywanym w odwrotnym kierunku, Dokumenty stan-
daryzacyjne definiujgq jedynie prymitywy, majqce znaczenie dla komunika-
cji miedzy odlegtymi systememi. Projektantom konkretnych systemdéw pozos-
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tawia sie mozliwo$é implementacji dowolnych mechanizméw o znaczeniu lo-
kalnym, w tym takZe mozliwosé wprowadzenia prymitywdéw lokalnych.,

¥ niektérych dokumentach (np. [3]) prymityw migdzywarstwowy olxres-
la sig jako wzajemna, dwukierunkows interakcje, zozong z dwéch fazs
akcji i reakecji. Warstiwa inicjujgca prymityw realizuje akeje, przesyka-
jac pewne dane do warstwy sgsiedniej. Warstwa odbierajgqca prymityw przy-
jmje te dane i gemeruje reakcje, w ktérej podaje informecje¢ o przyje-
ciu lub odrzuceniu prymitywu, a takize byé moze przekazuje rewne dane,
Kazdej akcji musi towarzyszxﬁ reakcja., Jakakolwiek dalsza akcja moZe na-
stapié jedynie wtedy, gdy nastgpi odpowiednia reakcja na poprzednig ek-
cje. Cigg akcja-reakcja Jest niepodzielny, Jest wiec prymitywem,

W tej koncepcji zasadniczym elementem prymitywu jest akcja, gdys
w niej zaewarta jest istotna tresé zwigzana z komunikecjg miedzy odlegy-
mi systemami. Reakcja ma jedynie znaczenie lokalne, zwigzane ze wspéi-
pracg warstw w jednym systemie,

4.2, Implementacja prymitywdw

Implementacja styku migdzywarstwowego powinna pogodzié dwa sprzecsz
ne wymaganias '

- efektywng wymiane danych przekagywanych w prymitywie,

- meksymalng izolacje danych poszczegélnych warstw,

Dane przenoszone W prymitywach mogg byé przekazywane migdzy wars-
twami w rézny sposéb:

a) przez komunikaty miedzywarstwowe,

b) przez obszary wspélne dla obu warstw,

¢) w parametrach podprograméw,

Sposéb a, wychodzacy z koncepcji komunikacji programéw wspéibiei-
nych w srodowisku rozproszonym, polega na umieszczeniu wszystkich da-
nych zwigzanych z prymitywem w buforze (zwykle wydzielonym w obszarze
pamieci dynamicznej) i przekazaniu adresu bufora do drugie] warstwy. Ge-
neracja prymitywu i jego przetwarzanie odbywajg si¢ niezaleznie, Wars-
twa generujgca prymityw nie oczekuje na odpowiedZ; ewentualna reakcja
lokaelna warstwy odbierajgcej musi byé przekazana w przeciwnym kierunku,
w oddzielnym prymitywlie, ’

Zalety takiego rozwigzania tos prostota koncepcyjna mechanizmu ko-
munikacji warstw, dobra ochrona danych migdzy warstwami (warstwa odbie-
rajgca prymityw operuje na kopii danych w buforze i nie przekazuje zad-
nych informacji zwrotnych), 2atwosé testowania (warstwe mozna w znacz=
nym stopniu przetestowaé przez sprawdzanie reakeji na rézne komunikaty
przygotowane w buforach),

To "eleganckie® rozwigzanie ma Jednek i wady wynikajgqce przede
wozystkim z Jednokierunkowej koncepcji prymitywu, m, in.: koniecznosé
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kopiowania czgéci parametréw prymitywu do i z bufora (np. edreséw sie-
ciowych - warsiwa generujgca prymityw kopiuje adres ze swoich struktur
danych do bufora, skad na ogér zostenie on ponownie skopiowany przez
warstwg odbierajgcg prymityw do jej struktur danych), utrudnienis w i-
dentyfikacji potgczenl jednoznacznej dla obu warstw, bardziej skomplikow
wena kontrole poprawnosci formatu i dopuszczalnodei sekwencji prymity-
wéw, koniecznos$é wprowadzania dodatkowych prymitywdéw lokalnych w celu
koordynacji wspdxipracy warstw itp,

Sposéb b umozliwia dwukierunkowe przekazywanie danych (parametry
prymitywu wpisywane sg do wspélnego obszaru komunikacyjnego, gdzie réw-
nies umieszczene sg ewentualne informacje zwrotne). Wadg tego rozwigza=—
nia jest koniecznodé zapewnienia synchronizacji dostepu obu warsiw do
bufora i brak mozliwosci tworzenia kolejek prymitywéw,

Cechq charakterystyczng obu tych sposobéw byto koncepcyjne rozdzie- -
‘lenie fazy generowania prymitywu i fazy jego przetwarzenia. Takie spoj-
rzenie wynika na ogét z checi izolowania dziazaf poszczegdélnych warstw,
‘majgcego na celu uatwienie ich testowania (w czasie przetwarzania
w Jjedne]j warstwie nalezy jedynie zainicjowaé niezbedne dzialtenia w in-
nychy dziaania te zostang wykonane pééniej,‘gdy sterowanie bedzie prze-
kazane kolejno tym warstwom, zgodnie z wewngtrznym algorytmem wspéxbies-
nosdei).

Sposéb ¢, oparty na naturalnej i narzucajgcej sie implementacji
prymitywu jako podprogramu, zmierza w kierunku wspomniane] juz koncep-
c¢ji prymitywu, widzianegd jak wzajemna, dwukierunkowa interakcja warstw,
Zakrada sig, %e W czasie tej interakcji na styku warstw wystepuje (jako
niepodzielna catosé) nastepujgca sekwencja czynnodeis

- kontrola dopuszczalnosci prymitywu (ze wzgledu na kontekst i pa—
rametry)

- przekazanie danych z warstwy generujsce] prymityw do warstwy od-
bierajgce] (z ewentualnym skopioweniem danych do odpowiednich struktur)

~ zainicjowanie dalszego przetwarzania w warstwie odbierajgce] Quh
carkowita realizacja przetwarzania)

- przekazanie informacji zwrotne] do warsiwy generujgcej prymltyw
(np. kodu informujacego o przyjgciu ludb odrzuceniu prymitywu, identyfi-
katora zsktadanego pozgczenia, ustalanego przez warsiwe dostarczajgcyg
ustug, informacji sterujgcej przeprywem danych na styku miedzywarstwo-
wym itpe).

Najistotniejsze zalety tego rozwigzania to: prostota koncepcyjna
(niepodzielnoéé interekeji jest zapewniona automatycznie, odpadajg pro-
blemy synchronizacji prymitywu i odpowiedzi lokalnej), wyeliminowanie
zbednych narzutéw na komunikacje i synchronizacje¢ warstw, a takie po-
§redniego kopiowania niektérych danyeh,
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Za efektywnosé paci sig jednak utratg "elegancji®: dla dwukierun-
kowego przepiywu danych nalezy dopuscié wzajemnsg ingerencje warstw
w struktury danych. W podprogramach mogg wystapié zardéwno parametry
wejéciowe (dla wskazania zasadniczych danych przekazywanych w prymity=-
wie - fazs akcji), jek i peremetry wyjsdciowe (dla wskezania miejsca,
gdzie majgq byé umieszcozone informacje zwrotne -~ faza reakcji). Nieele~
ganckie jest i to, Ze podczas realizacji prymitywu (podprogremu) wykonu-
ja sie jednek i pewne funkcje warstwy sgsiedniej. Stanowi to pewne u-
trudnienie dla testowania: jus nie moizna testowaé izolowanej warstwy;
potrzebne sg owe podprogramy realizacji prymitywéw lub ich namiastki

(symlatory).

S5e¢ STRUKTURA WARSTWY

Opierajgc sig@ na dotychczasowych rozwazaniach moina dokonaé préby
okreslenia ogélnego modelu implementacyjnego warstwy. W celu utatwienia
pordéwnal z modelem OSI/ISO, w ponizszym opisie stosowane bedg konwencje
terminologiczne, zaczerpniete z pracy [1]. '

Warstwa
{N+1)
v P 1 sAp [ Styk
ustugowy
ut
Warstwa
(N)
SM (e M cp co Jqdro
| ————
Warstwa
IN-1)

Rys. 2. Uogdlniony model implementacyjny warstwys U, P - podprogramy
przekazywania prymitywéw, SAP - dane punktu dostepu, UL, PI - obsituge
prymitywéw, CP - procedury obsugi poxaczen,CD -dane potgczed, IM - za-

rzgdzanie warstwg, SM - zarzadzanie systemem

Fig. 2. Generalized implementation model of a layer: U,P - uger/provider

primitives subroutines, SAP - service access point data, UI, PI - user/

/provider primitives interfaces, CP - connection processing, CD - con=-
nection data, LM - layer management, SM - system management
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W module odporiadajgcym warstwie (rys. 2) wyréznia sig¢ dwa submodu-
1y (moduy lokalne):

- styk usiugowy, (N)-interface

- jadro warstwy, (N)-protocol-machine.

5.1 Styk uszugowy

Warstwa (N) udostepnia ustugi warstwie \N+1) wyacznie przez swéj
styk ustugowy i korzysta z ustug warstwy (N-1) przez styk ustugowy tej-
ze warstwy. Jadro warstwy (N) Jest dostgpne dla sgsiednich warstw wy-

- gcznie przez podprogramy, nalezgce do stykdéw ustugowych,

Podprogramy styku ustugowego, odpowladajace prymitywom, zdefiniowa-
nym dla styku warstw (N) i (1), dzielg sie na dwie grupy:

a) podprogramy do realizacji prymitywéw generowanych w warstwie
(¥+1), tzn, typu (N)-xxx-request i (N)-xxx-response (rys. 2, submodul

"U),

b) podprogramy do realizacji prymitywéw generowanych w warstwie

(N), tzn. typu (N)-xxx-indication i (N)-xxx-confirm (rys, 2, submodux P)

'~ Wywoenia podprograméw grupy a powodujg przekazanie sterowania
oraz odpowiednich danych do submoduiu UI (rys., 2), wchodzacego w skZad
jadra warstwy (N)., Wywotanie podprogramu grupy b przekazuje sterowanie
i odpowiednie dane do submoduiu PI warstwy (N+1), Analogiczne zasady
stosuje sie odpowiednio na styku warstwy (N-1) i (N),

Podprogramy styku ustugowego stanowig udogodnienia dla obu warstw,
przestaniajgce szoczegdétry ich komunikacji. Szczegdéry te muszg jedrnak byé
znane w submodutach UI 1 PI. Rozwigzanie takie umozliwlia skupienie ob-
stugli wezystkich prymitywéw w jednym punkcie, tj. odpowiednio w modu=-
tach UL i PI (jekkolwiek nie jest-to konieczne),

W skad styku ustugowego wchedzg ponadto struktury danych, odpowiae-
dajace punktom dostepu do ustug, (N)-service-acces-points (rys, 2, sube
modut SAP), Struktury te zawierajg nastepujgce ‘anes

- adres punktu dostepu do ustug, (N)=-address

"= wskaZnik przytgczonej jednostkil w warstwie dostarczajacej usiug,
(K)=-entity

- wskafnik przyiaczonej jednostki w warstwie kdrzystajqcej z ustug,
(N+1)-entity

- maksymalng i aktualng liczbe poaczel w punkcie dostgpu, (N)-con-
nections

- tablice identyfikatordw usiugowych potgczed, (N)-service-connec-
tion-identifiers do powiazania punktu dostgpu do usiug ze strukiurami
w jadrze warstwy, dotyczgeymi istniejgcych w tej warstwie poXaczeid,
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522 Jgdro warstwy

W skiad jgdra warstwy wchodzg nastepujgqce submoduzy (rys. 2)3

- garzgdzanie warstwg (submoduz IM),

- obszugs prymitywéw (submoduzy UI i PI), -

- procedury obstugi pozaczed (submodut CP).

Ponadto do jgdra warstwy nalezq struktury danych opisujgqce poxgcze-
mie (submoduz CD). /

Wewnetrzna struktura warstwy w znacaznym stopniu zalezy od érodowis—
ka programowego, W ktérym me ona funkcjonowaé (m. in, od systemu opera-
cyjnego, przyjetej koncepcji wspdrbieznosdci itp.), a takie od pomysXo-
wodci projektanta. Na ogét jadro warstwy tworzy zbiér procedur lub pro-
ceséw, powigzanych ze sobg wzajemnymi wywotaniami i operujgcych na
wspSlnych danych. Podstawg wyréznienia procedur (proceséw) moze byé:

a) wyodrgbnienie poszczegdélnych funkcji warstwy niezeleznie od te-
8o, Jjakiego potgczenia dotyczg,

b) wyodrebnienie wszystkich akeji, dotyczgoych pojedynozego pozg-~
czenia, widzianych jako realizacja procesﬁ.

Dekompogycja warstwy na procedury (procesy) jest Sciéle zwigzana
z ustugami oferowanymi przez Srodowisko. I na odwrét, Srodowisko progre-
mowe powinno byé tak zaprojektowane, by uratwié dekompozycje warstw, Te
decyzje projektanta determinujgq funkcjonowanie warstwy. Nie wchodzgc
w szczegdly zwigzane 2z konkretnym Srodowiskiem programowym, mozna Jedy-
nie okreslié ogdélne zasady funkcjonowania warstw,

2+3e Funkcjonowanie warstwy

Uaktywnienie warstwy nastepuje pod wptywem Jjednego z ‘mastgpujgcych
zdargefis

a) pojawienie sig prymitywu z warstwy (F+1),

b) pojawienie sig¢ prymitywu z werstwy (N-1),

c) upiyw limitu czasowego, wyznaczonego we wezesniejszych dziata-
niach warstwy,

d) akcja ze strony modutu zarzadzania systemem (rys. 2, modu SM).

W zaleznodci od ustug oferowanych przez wewngtrzne srodowisko pro-
gramowe mozliwe sg nastgpujgqce dziatrania w warstwies

a) przyjecie uaktywnienias bez jakiegokolwiek przetwarzania i zaini-
cjowanie dalszego przetwarzenia przez zainicjowanie odpowiedniej proce-
dury (lub procesu) w warstwie; procedura te bedzie realizowana zgodnie
z zasadami szeregowania, obowigzujgqcymi w danym srodowisku programowym;
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b) wstepne przetworzenie zdarzenia (np. kontrola poprawnodci, do=-
puszczalnosci w ektualnym stanie warstwy, przeniesienie danych do wias-
nych struktur warstwy itp.) i zainicjowanie procedury (procesu) dalsze-
go przetwarzania przez uszugi Srodowiskay

¢) peitne przetworzenie zdarzenia 2gcznie z wygenerowaniem kolej-
nych prymitywéw, uaktywniajgcych dalsze warstwy,

Spoaéb a charakterystyczny jest dla jednokierunkoivej koncepcji
prymitywu i wymiany danych przez komunikaty miedzywarstwowe. ‘Sposoby b
i ¢ odpowiadajg dwukierunkowej koncepcji prymitywéw i ich implementacji
jeko podprograméw, przy czym sposéb b zak¥ada istnienie elementarnych
ustug kolejkowania procedur, a sposéb ¢ Jest zorientowany na cgysto se-
kwencyjng strukture programu sieciowego.

6. WNIOSKI

Przedstawione rozwazania prowadzg do nastepujgcych wnioskéws

1., Projekt oprogramowania sieciowego dowolnego typu powinien byé
oparty na racjonelnym kompromisie miedzy sprzecznymi na o0gér wymagania-
mi elegancji (tj. metodologiczne] poprawnodci konstrukcji programaz) i
efektywnodel jego dziaania (ocenianej szybkodcig przetwarzania i zajg-
‘todcig pamigei),

2, Program sieciowy powinien byé zdekomponowany na moduly odpowia=
dajgce warstwom, z wyodrgbnionymi submoduzami, realizujgcymi styk mie-
dzywarstwowy zgodnie z przyjeta definicjsg usiug warstwy. W oprogramowa-
niu realizowanym 2zgodnie z filozofig modelu OSI submoduzy te powinny za-
wieraés ,

a) struktury danych reprezentujgce punkty dostepu do usiug warstwy,

b) podprogramy, realizujgce przekazywanie prymitywéw ustugowych
miedzy sgsiednimi warstwami, zdefiniowanych dla danej warstwy w odpo-
wiednich dokumentach ISO 2z rozszerzeniami o funkcje o znaczeniu lokal=-
nym,

3) Implementacja prymitywdéw ustugowych powinna umozliwiaé dwukie-
runkowe przekazywanie danych, tak by warstwa odbierajgca prymityw mogza
bezposrednio przekazaé informacje zwrotng o znaczeniu lokalnym (nie zde-
finiowang w modelu ISO),

4) Sterowanie wspétbiezng realizacja funkcji poszczegdlnych warstw
powinno bazowaé na prostym frodowisku programowym, zdefiniowanym we-
wnatrz pojedynczego programu (w zasedzie sekwencyjnego). Ze wzgledu na
intensywnosé interakcji migdzywarstwowych, w celu uniknigcia nadmier-
nych narzutéw na przetaczanie i komunikecje jednostek programowych, na-
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lezy unikaé rozwigzadl opartych na standardowych Srodkach wieloprogramo-
wodci (wielozadaniowo$ci), oferowanych przez systemy operacyjne,.

5. Wewngtrzne srodowisko programowe powinno dostarczaé mechanizmdw,
utatwiajgcych wewngtrzng komunikacje i synchronizacj¢ rdznych akeji pro-
gramu, Powinno ono byé zarazem tak pomyslane, by oferowane udogodnienia
nie wprowadzaty nadmiernych narzutéw programowych.

W artykule potozono nacisk na styki mig¢dzywarstwowe i ogdlng stru--
kture warstw, Nie rozwijano - z braku miejsca - problematyki wewnetrz-
nego srodowiska programowego, Wigkszodé rozwezah odnosi sig do oprogra-
mowania komunikacyjnego implementowanego w sSrodowisku jednoprocesorowym.
Przedstawione oceny i wnioski powinny byé interesujqée dla projektantdw
tego typu oprogramowania, mimo Ze wiele stwierdzef zawartych w artykule
odzwierciedla subiektywne poglady autora i ma - byé mofe - charakter

dyskusyjny,
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ELEGANCE VS, EFFICIENCY,
HOW TO DESIGN THE NETWORK SOFTWARE?

In the paper the main problems of designing of network software
based on OSI/ISO Reference Model are discusseds principles of software
decomposition, layer interfaces, concurrent function realization and in-
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ternal layer siructure. Some typical solutions are described and their
advantages and disadvantages are pointed out, A number of design direct-
ives is given, which lead to solutions being a rational compromise be-
tween requirements for both program “elegance®™ and efficiency of its

" operation, ‘ :

QJIETAHTHOCTD WM 9PPEKTMBHOCTE?
KAK [IPOEKTAPOBATL CETEBHE [TPOI'PAMMH?

B craTbe paccMRTpUBAKTCA IJIABHHE NPOGJAEMH NpPOEKTHPOBAHUA CeTeBHX
-IPOT'PaMM, OCHOBAHHHX Ha MoIe/M 0SI/ISO: NPMHILMIM NEeKOMIO3ULMH NporpamM,
MEXyDOBHEEBHE CONDAXEHNA, Napa/leNbHAA peann3auus OYHKUMit u BHYyTpeHHAS
CTPYKTypa ypoBHelt, OMMCHBAKNTCA HEKOTOpHE TUNMYECKNE DEleHMA M yKasHBa-
OTCA KX NPEUMyWecTBa X HeZOoCTATKU. DOPMYJMpPYeTCH DAN NPOEKTHHX DEeKOMEeH-
Jallijt, BeIywnX K pelleHuAM, KOTODHEe Da3yMHO yNOBIETBOPAKT TpeGOBAHUAM
3JIETAHTHOCTK NpOrpaMMu ¥ 3IPEeKTMBHOCTH ee pacGOTH.

Praca wpiyngZa do Redakecji w marcu 1988 r.
w ostatecznej formie w lipcu 1989 r.
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